
69815Federal Register / Vol. 63, No. 242 / Thursday, December 17, 1998 / Notices

SYSTEM MANAGER(S) AND ADDRESS:
Director, Customs Management

Center, 423 Canal Street, New Orleans,
LA 70130; Port Director, PO Box 2748,
Mobile, AL 36601.

NOTIFICATION PROCEDURE:
See Customs appendix A.

RECORD ACCESS PROCEDURES:
See Customs appendix A.

CONTESTING RECORD PROCEDURES:
See Access, Customs appendix A.

RECORD SOURCE CATEGORIES:
Information is obtained from

applicant (individual or corporation)
and from reports of investigation on
drivers obtained from Regional Director,
Investigations, U.S. Customs Service.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system is exempt from 5 U.S.C.

552a (c)(3), (d)(1), (d)(2), (d)(3), (d)(4),
(e)(1), (e)(4)(G), (H) and (I), and (f) of the
Privacy Act pursuant to 5 U.S.C. 552a
(k)(2).

TREASURY/CS .272

SYSTEM NAME:
Currency Declaration File (Customs

Form 4790)—Treasury/Customs.

SYSTEM LOCATION:
Law Enforcement Systems Division,

U.S. Customs Service, PO Box 85145,
San Diego, CA 92138 (for addresses of
Port Directors, see Customs appendix
A).

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals departing from or entering
the country who filed IRS Form 4790.

CATEGORIES OF RECORDS IN THE SYSTEM:
Name, identifying number, birth date,

address, citizenship, visa date and
place, immigration alien number, kinds
and amounts of monetary instruments,
address in the United States or abroad,
passport number and country, and
arrival or departure information.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
31 U.S.C. 1101; 5 U.S.C. 301; Treasury

Department Order No. 165, revised, as
amended.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosures are not made outside the
Department.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
The Form 4790 is maintained in a file

folder or binder in an initial file cabinet.

Information is stored chronologically in
TECS II.

RETRIEVABILITY:
They are indexed and filed by name

and date in the folder or binder. They
can be retrieved by computer and
printed.

SAFEGUARDS:
The office and building are locked

during non-working hours. Electronic
data is limited to persons cleared for
access to the data.

RETENTION AND DISPOSAL:

The records are retained from one to
five years and then destroyed.

SYSTEM MANAGER(S) AND ADDRESS:
Port Directors of Customs.

NOTIFICATION PROCEDURE:
See Customs appendix A.

RECORD ACCESS PROCEDURES:

See Customs appendix A.

CONTESTING RECORD PROCEDURES:

See Access, Customs appendix A.

RECORD SOURCE CATEGORIES:

The information on the Customs Form
4790 originates from the individual or
Customs agent reporting the bringing in
or taking out of currency or monetary
instruments exceeding 10,000 dollars.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/CS .274

SYSTEM NAME:

Importers, Brokers, Carriers,
Individuals and Sureties Master Files-
Treasury/Customs.

SYSTEM LOCATION:

Office of Financial Management, 909
S.E. First Avenue, Miami, FL 33131.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Brokers, Importers, Individuals,
Carriers, and Sureties.

CATEGORIES OF RECORDS IN THE SYSTEM:

Copies of correspondence incoming
and outgoing, copies of bonds, entries,
bills, data center listings.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; Treasury Department
Order No. 165, Revised, as amended.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in
these records may be used to provide
information to a congressional office in

response to an inquiry made at the
request of the individual to whom the
record pertains.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Files are maintained in an unlocked

drawer within a metal file cabinet.

RETRIEVABILITY:
Alphabetical by name appearing on

correspondence.

SAFEGUARDS:
The metal container described above

is maintained within the area assigned
to the Financial Management Division
within the Customs Service Building.
During non-working hours the room in
which the metal container is located is
locked.

RETENTION AND DISPOSAL:
These files are retained until there is

no longer any space available for them
within the metal container, at which
time the oldest files are transferred to
the Federal Records Center.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Office of Financial

Management, 909 SE First Avenue,
Miami, FL 33131.

NOTIFICATION PROCEDURE:
See Customs appendix A.

RECORD ACCESS PROCEDURES:
See Customs appendix A.

CONTESTING RECORD PROCEDURES:
See Access, Customs appendix A.

RECORD SOURCE CATEGORIES:
Correspondence, Customs Service

Data Center and Ports.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/CS .278

SYSTEM NAME:
Automated Commercial System

(ACS)—Treasury/Customs.

SYSTEM LOCATION:
The Computer is located in

Newington, Virginia. Computer
terminals are located at Customhouses
and ports throughout the United States
and at U.S. Customs Headquarters,
Washington DC (For addresses of
Customhouses, see Customs appendix
A.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

U.S. Customs Service employees and
individuals involved in the import
trade.
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CATEGORIES OF RECORDS IN THE SYSTEM:

The system data base is comprised of
commodity and merchandise processing
information relating to Customs
administration of trade laws. The
following system files may contain
information about U.S. Customs
Services employees and/or individuals/
companies involved in the import trade.
(1) ACS Security Files: Contains
randomly established five-digit
identification codes assigned to
Customs Service employees authorized
to use the system. The file consists of
the names and social security number of
all Customs Service employees using
the remote terminals to input
information into the system. (2)
Importer/Broker/Consignee Bond Files
and FP and F Violator-Protest files:
Records consist of importer of record
number, importer name and address,
type of importation bond, expiration
date, surety code, violation statistics
and protest information. The importer of
record number is used as the method of
accessing the files. The number is
assigned by any one of three code
formats according to availability and the
following hierarchy. The first choice is
the IRS Employer Identification Number
(EIN). The vast majority of importers
have the EIN because of the business
necessity of it. The second alternative is
the Social Security number (SSN). The
third alternative is a Customs-assigned
number. This file is referenced during
entry processing to verify that the
individual or company making entry is
authorized to import and is properly
bonded. (3) Entry Files: A record
consists of a three-digit Customs—
assigned Customhouse broker or
importer number (non-SSN) and the
name and address. The file is referenced
during entry processing to validate the
entry file code and is used to direct
system output to the broker or importer.
(4) Corporate Surety Power of Attorney
and Bond Files: The data consists of
names of agents who are authorized to
write a Customs bond and their SSN, a
three-digit surety code (non-SSN)
assigned by the Customs Accounting
Division, the surety name and Customs
bond information. (5) Liquidator File: A
record consists of a Customs-assigned
three-digit liquidator identification
(non-SSN) and a Customs employee’s
name. The employee’s liquidator code is
input into the system as a means of
maintaining quality control and an audit
trail on entries liquidated. (6) Foreign
Manufacturer/Shipper File: The file
contains an identification code
constructed using a formula based on
name and address, manufacturer name
and address reported by importers and

brokers on Customs entry forms or
electronic formats. Carrier Files: This
file consists of carrier names and codes
(non SSN) which are 4 characters—
Standard Carrier Agent Code (SCA) for
vessel carriers and 2 or 3 character—
International Air Transport Association
(IATA) for air carriers. This code is used
to validate data input to the manifest
and entry processing systems and to
direct system output to the carrier.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
19 U.S.C. 66, 1448, 1481, 1483, 1484,

1505, and 1624.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose to
the Bureau of the Census by providing
magnetic tapes containing foreign trade
data; (2) disclose pertinent information
to appropriate Federal, State, local or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing, a statute, rule,
regulation, order, or license, where the
disclosing agency becomes aware of an
indication of a violation or potential
violation of civil or criminal law or
regulation; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (5) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Magnetic media.

RETRIEVABILITY:
By identification codes and/or name.

SAFEGUARDS:
Access to computer area is controlled

by a security pass arrangement and
personnel not connected with the

operation of the computer are
prohibited from entering. The building
security is protected by a uniformed
guard. At the ports of processing,
terminal rooms are under close
supervision during working hours and
locked after close of business. The
system security officer issues a unique
private five digit identification code to
each authorized user. Access to the
Customs computer from other than
system terminals is controlled through a
security software package. Users must
input a unique identification code and
password during the terminal log-in
procedure to gain access to the system.
The password is not printed or
displayed at the port of processing. The
system validates the user ID by
transaction type, thereby limiting a
system user’s access to information on
a ‘‘need-to-know’’ basis. A listing of
identification codes of authorized users
can be printed only by request of the
security officer. The passwords are
changed periodically to enhance
security.

RETENTION AND DISPOSAL:
Files are periodically updated to

reflect changes, etc., and are disposed of
in accordance with the requirements of
the Treasury Records Control Manual.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Office of Automated

Systems, Customs Service Headquarters,
1300 Pennsylvania Avenue, NW,
Washington, DC 20229, is responsible
for all data maintained in the files.

NOTIFICATION PROCEDURE:
See Customs appendix A.

RECORD ACCESS PROCEDURES:
See Customs appendix A.

CONTESTING RECORD PROCEDURES:
See Access, Customs appendix A.

RECORD SOURCE CATEGORIES:
The system data base contains data

received on authorized Customs forms
or electronic formats from individuals
and/or companies incidental to the
conduct of foreign trade and required by
the Customs Service in administering
the tariff laws and regulations of the
United States.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/CS .284

SYSTEM NAME:
Personnel Verification System

(PVS)—Treasury/Customs.

SYSTEM LOCATION:
Office of Information and Technical

Services, U.S. Customs Service, 1300
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Pennsylvania Avenue, NW.,
Washington, DC 20229, and Regional
Offices of the U.S. Customs Service.
(See Customs appendix A.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Authorized Customs personnel and
non-Customs personnel who have
received authorization to use the
Regional Communications Centers.

CATEGORIES OF RECORDS IN THE SYSTEM:
Individual identifiers including but

not limited to name, office address,
home address, office telephone number,
home telephone number, badge number,
Social Security number, radio call sign,
page number, organization, and unit.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; Treasury Department

Order No. 165, Revised, as amended.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
(1) Alphabetic or numerical listings or

card files; (2) microfiche; (3) magnetic
disc and tapes; (4) other electronic
storage media.

RETRIEVABILITY:

By name, call sign, paging number,
Social Security number, badge number,
organizational code.

SAFEGUARDS:

Records are located in controlled
access areas with alarm protection
systems. Offices are staffed twenty-four
hours a day, seven days a week.

RETENTION AND DISPOSAL:

Records are maintained in the system
until such time as the individual is no
longer authorized usage of the Regional
Communications Center. Disposal is by
erasure of disc/tapes, shredding and/or
burning of listings or card files, and
burning of microfiche.

SYSTEM MANAGER(S) AND ADDRESS:

Assistant Commissioner, Office of
Information and Technical Services,
U.S. Customs Service, 1300
Pennsylvania Avenue, NW.,
Washington, DC 20229.

NOTIFICATION PROCEDURE:

See Customs appendix A.

RECORD ACCESS PROCEDURES:

See Customs appendix A.

CONTESTING RECORD PROCEDURES:

See Access, Customs appendix A.

RECORD SOURCE CATEGORIES:

The sources include but are not
limited to (1) the individual to whom
the record relates; (2) internal Customs
Service records; (3) Personnel
Verification Sheet.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/CS .285

SYSTEM NAME:

Automated Index to Central
Investigative Files—Treasury/Customs.

SYSTEM LOCATION:

Office of Investigations, U.S. Customs
Service, 1300 Pennsylvania Avenue
NW., Washington, DC 20229.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Known violators of U.S. Customs
laws. (2) Convicted violators of U.S.
Customs and/or drug laws in the United
States and foreign countries. (3)
Suspected violators of U.S. Customs or
other related laws. (4) Private yacht
masters and pilots arriving in the United
States.

CATEGORIES OF RECORDS IN THE SYSTEM:

A listing of Memoranda of
Information Received, Reports of

Investigations; Search/Arrest/Seizure
Reports, Penalties, and Forfeitures,
reports required by Private Aircraft
Reporting System, reports required by
the Private Yacht Reporting System,
reports on vessel violations. Reports
relating to an individual, various other
correspondence (letter, memoranda,
etc.), which related to an individual in
the Treasury Enforcement
Communications System.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301 and Treasury Department
Order No. 165, Revised, as amended.
Authority for the collection and
maintenance of the report included in
the system is: 19 U.S.C. 1603; 19 U.S.C.
1431; 19 U.S.C. 66; 31 CFR part 103.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

Magnetic disc and tape, microfiche.

RETRIEVABILITY:

Name, personal identification
numbers, Customs case number,
document’s central file number.
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SAFEGUARDS:

(1) All Central Files users must have
a full field background investigation. (2)
The ‘‘need to know’’ principle applies.
(3) Procedural and physical safeguards
are utilized such as accountability and
receipt records, guard patrolling
restricted areas, alarm protection
systems, special communication
security. (4) Access is limited to all
Office of Investigations terminals and all
Law Enforcement Systems Division
Headquarters and Newington, VA
terminals.

RETENTION AND DISPOSAL:

Records will be maintained in the
Automated Index to Central
Enforcement files for as long as the
associated document or microfiche is
retained. Records will be destroyed by
erasure of the magnetic disc and by
burning the microfiche.

SYSTEM MANAGER(S) AND ADDRESS:

Assistant Commissioner, Office of
Investigations, U.S. Customs Service,
1300 Pennsylvania Avenue, NW.,
Washington, DC 20229.

NOTIFICATION PROCEDURE:

This system of records may not be
accessed for purposes of determining if
the system contains a record pertaining
to a particular individual. (See 5 U.S.C.
552a (e)(4)(G) and (f)(1).)

RECORD ACCESS PROCEDURES:

This system of records may not be
accessed under the Privacy Act for the
purpose of inspection.

CONTESTING RECORD PROCEDURES:

Since this system of records may not
be accessed for purposes of determining
if the system contains a record
pertaining to a particular individual and
those records, if any, cannot be
inspected, the system may not be
accessed under the Privacy Act for the
purpose of contesting the content of the
record.

RECORD SOURCE CATEGORIES:

This system contains investigatory
material compiled for law enforcement
purposes whose sources need not be
reported.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system is exempt from 5 U.S.C.
552a (c)(3), (c)(4), (d)(1), (d)(2), (d)(3),
(d)(4), (e)(1), (e)(2), (e)(3), (e)(4)(G), (H)
and (I), (5) and (8), (f) and (g) of the
Privacy Act pursuant to 5 U.S.C. 552a
(j)(2) and (k)(2).

Appendix A—U.S. Customs Service

I. Notification, Record Access and
Amendment Procedures

Notification and Record Access
Procedures: Requests by an individual to be
notified if the system of records contains
records pertaining to him and requesting
access to the records shall be in writing with
envelope and letter clearly marked ‘‘Privacy
Act Request’’ and directed to the Assistant
Commissioner, Office of Regulations and
Rulings, U.S. Customs Service, Rm. 3.4A,
Ronald Reagan Bldg., 1300 Pennsylvania
Avenue, NW, Washington, DC 20229, or to
the Customs Management Center Director of
the region in which the records are located
(see addresses below).

The request may be presented in person
between the hours of 9 a.m. and 4:30 p.m.
Where the request is presented in person, the
requester shall present adequate
identification to establish his identity, and a
comparison of his signature and those in the
records may be made where the records
contain the signature of the person to whom
the records pertain. If an individual is unable
to provide the requisite documents for
identification purposes, he may be required
to make a signed statement asserting identity
and stipulating that he understands that
knowingly or willfully seeking or obtaining
access to records about another person under
false pretenses is punishable by a fine of not
more than $5,000.

Where the request is made in writing, it
shall be accompanied by a notarized
statement executed by the requester asserting
identity and stipulating that he understands
that knowingly or willfully seeking or
obtaining access to records about another
person under false pretenses is punishable by
a fine of not more than $5,000. A comparison
of his signature and those in the records may
be made where the records contain the
signature of the person to whom the records
pertain.

Amendment Procedures: Requests by an
individual contesting the context of a record
within a system of records shall be in writing
with the envelope and letter clearly marked
‘‘Privacy Act Amendment’’ and directed to
the Assistant Commissioner, Office of
Regulations and Rulings, U.S. Customs
Service, 1300 Pennsylvania Avenue, NW,
Washington, DC 20229, or to the Director of
the Customs Management Center of the
region in which the records are located. (See
addresses below.)

II. Location
Addresses of Headquarters, U.S. Customs

Service, Customs Management Centers,
Regional Directors (Internal Affairs), Port
Directors of Customs, and Customs Office
of Enforcement field offices:

Headquarters U.S. Customs Service: 1300
Pennsylvania Avenue, NW, Washington,
DC 20229.

Customs Management Centers

Arizona—4740 North Oracle Road, Suite 310,
Tucson, AZ 85705, (520) 670–5900.

Caribbean Area—#1 La Puntilla St., Room
203, San Juan PR 00901, (787) 729–6950.

East Great Lakes—4455 Genesee St., Buffalo,
NY 14225, (716) 626–0400.

East Texas—2323 S. Shepard St., Suite 1200,
Houston, TX 77019, (713) 313–2843.

Gulf—423 Canal St., Room 337, New Orleans,
LA 70130, (504) 670–2404.

Mid-America—610 S. Canal St. Suite 900,
Chicago, IL 60607, (312) 353–4733.

Mid Atlantic—103 S. Gay St., Suite 208,
Baltimore, MD 21202, (410) 962–6200.

Mid Pacific—33 New Montgomery St., Suite
1601, San Francisco, CA 94105, (415) 744–
1530.

New York—6 World Trade Center, Room 716,
New York, NY 10048, (212) 466–4444.

North Atlantic—10 Causeway St., Room 801,
Boston, MA 02222, (617) 565–6210.

North Florida—1624 E. Seventh Ave., Suite
301, Tampa, FL 33605, (813) 228–2381.

North Pacific—511 N. W. Broadway, Rm.
592, Portland, OR 97209, (503) 326–7625.

Northwest Great Plains—1000 Second Ave.,
Suite 2000, Seattle, WA 98104, (206) 553–
6944.

South Atlantic—1691 Phoenix Blvd., Suite
270, College Park, GA 30349, (770) 994–
2306.

South Florida—909 SE First Ave. Suite 980,
Miami, FL 33131, (305) 536–6600.

South Pacific—One World Trade Center, PO
Box 32639, Long Beach, CA 90815 (562)
980–3100.

South Texas—PO Box 3130, Bldg #2,
Lincoln-Juarez Bridge, Laredo, TX 78044,
(956) 718–4161.

Southern California—610 W. Ash St., Suite
1200, San Diego, CA 92101, (619) 557–
5455.

West Great Lakes—613 Abbott St., 3rd Floor,
Detroit, MI 48226, (313) 226–2955.

West Texas/New Mexico—9400 Viscount
Blvd., Suite 104, El Paso, TX 79925, (915)
540–5800.

Office of Internal Affairs Field Offices

Regional Director (Internal Affairs), 10
Causeway Street, Boston, MA 02110.

Resident Agent in Charge (Internal Affairs), 6
World Trade Center, New York, N.Y.
10048.

Resident Agent in Charge (Internal
Affairs),1000 Bricknell Avenue, Miami, FL
33101.

Resident Agent in Charge (Internal Affairs),
423 Canal Street, New Orleans, LA 70112.

Special Agent in Charge (Internal Affairs),
2323 S. Shepherd Street, Houston, TX
77002.

Resident Agent in Charge (Internal Affairs),
610 S. Canal Street, Chicago, IL. 60603.

Special Agent in Charge (Internal Affairs),
One World Trade Center, Long Beach, CA
90815.

Customs Service/Area Ports Offices

Anchorage: 605 West Fourth Avenue,
Anchorage, AK 99501 (907) 271–2675.

Atlanta: 700 Doug Davis Drive, Atlanta, GA
30354 (404) 763–7020.

Baltimore: 40 S. Gay St, Baltimore, MD 21202
(410) 962–2666.

Baton Rouge: 5353 Essen Lane, Baton Rouge,
LA 70809 (504) 389–0261.

Blaine: 9901 Pacific Highway, Blaine, WA
98230 (360) 332–5771.

Boston: 10 Causeway Street, Boston, MA
02222–1059 (617) 565–6147.

Buffalo: 111 West Huron Street, Buffalo, NY
14202–2378 (716) 551–4373.
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Calais: 1 Main Street, Calais, ME 04619 (207)
454–3621.

Calexico: P.O. Box 632, Calexico, CA 92231
(619) 357–7310.

Champlain: 35 West Service Road,
Champlain, NY 12919–8314 (518) 298–
8347.

Charleston: 200 East Bay Street, Charleston,
SC 29401 (803) 727–4296.

Charlotte: 1801–K Cross Beam Drive,
Charlotte, NC 28217 (704) 329–6101.

Charlotte/Amalie: Main Post Ofc-Sugar
Estate, St. Thomas, VI 00801 (809) 774–
2911.

Chicago: 610 South Canal Street, Chicago, IL
60607 (312) 353–6100.

Christiansted: Church Street P.O. Box 249,
Christianstedt/ St.Croix, VI 00820 (809)
773–1490.

Cleveland: 55 Erieview Plaza, 6th Floor,
Cleveland, OH 44114. (216) 891–3804

Dallas/Ft. Worth: P.O. Box 619050, DFW
Airport, TX 75261–4818 (972) 574–2170.

Denver: 4735 Oakland Street, Denver, CO
80239 (303) 361–0715.

Derby Line: Interstate 91, Derby Line, VT
05830 (802) 873–3489.

Detroit: 477 Michigan Avenue, Detroit, MI
48226 (313) 226–3178.

Douglas: 1st Street & Pan American Avenue,
Douglas, AZ 85607 (602) 364–8486.

Duluth: 515 West 1 St Street, Duluth, MN
55802–1390 (218) 720–5201.

El Paso: 9400 Viscount Boulevard, El Paso,
TX 79925 (915) 540–5800.

Grand Rapids: Kent County Airport, Grand
Rapids, MI 49508 (616) 456–2515.

Great Falls: 300 2nd Avenue South, Great
Falls, MT 59403 (406) 453–7631.

Greenville/Spartanburg: 150–A West Phillips
Road, Greer, SC 29650 (864) 877–8006.

Harrisburg: Harrisburg International Airport,
Bldg 135, Middletown, PA 17057–5035
(717) 782–4510.

Hartford: 135 High Street, Hartford, CT 06103
(203) 240–4306.

Highgate Springs: RR2, Box 170, Swanton,
VT 05488 (802) 868–2778.

Honolulu: 355 Merchant St., Honolulu, HI
968813 (808) 522–8060.

Houlton: RR 3, Box 5300, Houlton, ME 04730
(207) 532–2131.

Houston/Galveston: 1717 East Loop,
Houston, TX 77029 (713) 985–6712.

Jacksonville: 2831 Talleyrand Avenue,
Jacksonville, FL 32206 (904) 232–3476.

Kansas City: 2701 Rockcreek Parkway, N.
Kansas City, MO 64116 (816) 374–6424.

Laredo/Columbia: PO Box 3130, Laredo, TX
78044 (210) 726–2267.

Los Angeles: 300 South Ferry Street,
Terminal Island, CA 90731 (310) 514–6001.

Los Angeles Airport Area: 300 South Ferry
Street, Terminal Island, CA 90731 (310)
514–6029.

Los Angeles/Long Beach Seaport Area: 300
South Ferry Street, Terminal Island, CA
90731 (310) 514–6002.

Louisville: 601 West Broadway, Louisville,
KY 40202 (502) 582–5186.

Miami Airport: 6601 West 25th Street,
Miami, FL 33102–5280 (305) 869–2800.

Miami Seaport: 1500 Port Blvd, Miami, FL
33132 (305) 536–5261.

Milwaukee: P.O. Box 37260, Milwaukee, WI
53237–0260 (414) 571–2860.

Minneapolis: 110 South 4th Street,
Minneapolis, MN 55401 (612) 348–1690.

Mobile: 150 North Royal Street, Mobile, AL
36602 (205) 441–51106.

Nashville: 939 Airport Service Road, PO Box
270008, Nashville, TN 31277–0008 (615)
736–5861.

New Orleans: 423 Canal Street, New Orleans,
LA 70130 (504) 589–6353.

New York: 6 World Trade Center, New York,
NY 10048 (212) 466–4444.

New York—JFK Area: Bldg #77, Jamaica, NY
11430 (718) 553–1542.

New York—NY/Newark Area: Hemisphere
Center, Rm 200, Rts. 1 & 9 South, Newark,
NJ 07114 (201) 645–3760.

Nogales: 9 North Grand Avenue, Nogales, AZ
85621 (520) 287–1410.

Norfolk: 200 Granby Street, Norfolk, VA
23510 (804) 441–3400.

Ogdensburg: 127 N. Water Street,
Ogdensburg, NY 13669 (315) 393–0660.

Orlando: 5390 Bear Road, Orlando, FL 32827
(407) 825–4301.

Oroville: Rt 1, Box 130, Oroville, WA 98844
(509) 476–2955.

Pembina: PO Box 610, Pembina, ND 58271
(701) 825–6201.

Philadelphia: 2nd & Chestnut Streets,
Philadelphia, PA 19106 (215) 597–4605.

Phoenix: 1315 S. 27th Street, Phoenix , AZ
85034 (602) 379–3516.

Otay Mesa: 9777 via De La Amistad, San
Diego, CA 92173 (619) 661–3305.

Port Huron: 526 Water Street, Port Huron, MI
48060 (810) 985–7125.

Portland, ME: 312 Fore Street, Portland, ME
04112 (207)780–3326.

Portland, OR: 511 NW Broadway, Portland,
OR 97209 (503) 326–2865.

Providence: 49 Pavilion Avenue, Providence,
RI 02905 (401) 941–6326.

Raleigh/Durham: 120 Southcenter Court,
Morrisville, NC 27560 (919) 467–3552.

Richmond: 400 North Eighth Street,
Richmond, VA 23240 (804) 226–9675.

San Antonio: 9800 Airport Boulevard, San
Antonio, TX 78216 (210) 821–6965.

San Diego: 610 West Ash Street, San Diego,
CA 92188 (619) 557–6758.

San Francisco: 555 Battery Street, San
Francisco, CA 94111 (415) 744–7700.

San Juan: #1 La Puntilla, San Juan, PR 00901
(809) 729–6965.

San Luis: PO Box H, San Luis, AZ 85349
(602) 627–8854.

Sault Ste. Marie: International Bridge Plaza,
Sault Ste Marie, MI 49783 (906) 632–7221.

Savannah: 1 East Bay Street, Savannah, GA
31401 (912) 652–4256.

Seattle: 1000 2nd Avenue, Seattle, WA
98104–1049 (206) 553–0770.

Seattle Airport: SEA—TAC International
Airport, Seattle, WA 98158 (206) 553–
7960.

Seattle Waterfront: 3236 16th Street, SW,
Seattle, WA 98134 (206) 553–1581.

San Ysidro: 720 E. San Ysidro Blvd., San
Ysidro, CA 92073 (619) 662–7201.

St. Albans: PO Box 1490, St. Albans, VT
05478 (802) 524–7352.

St. Louis: 4477 Woodson Road, St. Louis, MO
63134–3716 (314) 428–2662.

Syracuse: 4034 S. Service Road, Hancock
International Airport Syracuse, NY 13212
(315) 455–8446.

Tacoma: 2202 Tacoma Road, Tacoma, WA
98421 (206) 593–6336.

Tampa: 2203 N. Louis Avenue, Tampa, FL
33607 (813) 228–2381.

Tucson: 7150 South Tucson Boulevard,
Tucson, AZ 85706 (520) 670–6461.

Washington, DC: PO Box 17423, Washington,
DC 20041 (703) 318–5900.

Wilmington: 1 Virginia Avenue, Wilmington,
NC 28401 (919) 815–4601.

Customs Investigations Field Offices
Special Agent in Charge, Room 801, 10

Causeway Street, Boston, MA 02222.
Resident Agent in Charge, PO Box 368, Derby

Line, Vermont, 05830.
Resident Agent in Charge, PO Box 400,

Houlton, Maine 04730.
Resident Agent in Charge, PO Box 4688

(DTS), Portland, Maine 04112.
Resident Agent in Charge, Federal Building,

Suite 318, 150 Court Street, New Haven,
CT 06510.

Resident Agent in Charge, PO Box 68, Rouses
Point, New York 12979.

Special Agent in Charge, 40 South Gay Street,
Room 424, Baltimore, Maryland 21202.

Resident Agent in Charge, Second and
Chestnut Street, Room 200, Philadelphia,
PA 19106.

Resident Agent in Charge, Room 826, Federal
Building 1000 Liberty Avenue, Pittsburgh,
PA 15222.

Special Agent in Charge, 6 World Trade
Center, Room 716, New York, N.Y. 10048
Deputy Special Agent in Charge, JFK
International Airport, Building 75, 2nd
Floor, Jamaica, N.Y. 11430.

Resident Agent in Charge, Airport
International Plaza, Suite 400, Routes 1
and 9 South, Newark, N.J. 07114.

Resident Agent in Charge, Leo O’Brien
Federal Building, North Pearl Street, Room
746, Albany, N.Y. 12207.

Resident Agent in Charge, 575 Johnson
Avenue, 2nd floor, Bohemia, New York
11716.

Special Agent in charge, 423 Canal Street,
Room 337, New Orleans, LA 70130 .

Resident Agent in Charge 8312 Florida
Boulevard, Suite 216B, Baton Route, LA
70806.

Resident Agent in Charge, Air Investigations,
PO Box 980, Belle Chase, LA 70037.

Resident Agent in Charge, 600 Beacon
Parkway West, Suite 725, Birmingham, AL
35209.

Resident Agent in Charge, PO Box 700,
Dauphin Island, AL 36528.

Resident Agent in Charge, Security Building,
Room 600, 2301 14th Street, Gulfport, MS
39501.

Resident Agent in Charge, Station 1, PO Box
10182, Houma, LA 70363.

Resident Agent in Charge, 100 West Capitol
Street, Suite 1418, Jackson, MS 39269.

Resident Agent in Charge, 825 Kaliste
Saloom, Brandywine, II, Suite 200,
Lafayette, LA 70508.

Resident Agent in Charge, 811 Bayou Pines
Drive, Lake Charles, LA 70601.

Resident Agent in Charge, 10825 Financial
Parkway, Suite 321, Little Rock, AR 72211.

Resident Agent in Charge, 951 Government
Street, Suite 700, Mobile, AL 36604.

Resident Agent in Charge, 4721 Trousdale
Drive, Suite 216, Nashville, TN 37220.
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Resident Agent in Charge, 610 Texas Street,
Suite 610, Shreveport, LA 71101.

Special Agent in Charge, 4141 N. Saur,
Houston Parkway, East, Houston, TX
77032.

Resident Agent in Charge, 421 Cold Avenue,
SW, Albuquerque, NM 87103.

Resident Agent in Charge, PO Box 9640,
Alpine, TX 79830.

Resident Agent in Charge, PO Box 99, Austin,
TX 78767.

Resident Agent in Charge, PO Box 4500,
Brownsville, TX 78521.

Resident Agent in Charge, PO Box 2159,
Corpus Christi, TX 78403.

Resident Agent in Charge, 400 South Record
Street, Suite 800, Dallas TX 75242.

Resident Agent in Charge, PO Box 1169, Del
Rio, TX 78841.

Resident Agent in Charge, PO Box 1818,
Deming NM 88030.

Resident Agent in Charge, PO Box 1076,
Douglas, AZ 86508.

Resident Agent in Charge, 160 Garrison
Street, Eagle Pass, TX 78852.

Special Agent in Charge, 6501 Boeing Drive,
Building G, El Paso, TX 79925.

Resident Agent in Charge, PO Box 12, Falcon
Heights, TX 78545.

Resident Agent in Charge, PO Box HH,
Flagstaff, AZ 86001.

Resident Agent in Charge, PO Box 570,
Galveston, TX 77553.

Resident Agent in Charge, PO Box 2128,
Laredo, TX 78044.

Resident Agent in Charge, PO Box 7150, Las
Cruces, NM 88006.

Resident Agent in Charge, PO Drawer 189,
Lukeville, AZ 85341.

Resident Agent in Charge, 1701 West
Business 83, Suite 508, McAllen, TX
78501.

Resident Agent in Charge, 3500 NW 56th
Street, Suite 200, Oklahoma City, OK
73112.

Resident Agent in Charge, 3010 North 2nd
Street, Suite 201, Phoenix, AZ 85012.

Resident Agent in Charge, 4550 75th Street,
Port Arthur, TX 77642.

Resident Agent in Charge, PO Drawer H,
Presidio, TX 79845.

Resident Agent in Charge, 1802 NE Loop 410,
Suite 302, San Antonio, TX 78217.

Resident Agent in Charge, PO Box 458, Sells,
AZ 85634.

Special Agent in Charge, 555 East River
Road, Tucson, AZ 85704.

Resident Agent in Charge, PO Box 5757,
Yuma, AZ 85364.

Special Agent in Charge, PO Box 1309 MPO,
Los Angeles, CA 90053.

Resident Agent in Charge, PO Box 100199,
Anchorage, AK 99501.

Resident Agent in Charge, PO Box 535,
Astoria, OR 97103.

Resident Agent in Charge, PO Box 1360,
Blaine, WA 98230.

Resident Agent in Charge (Calexico) 1681
West Main Street, Suite 306, El Centro, CA
92243.

Resident Agent in Charge, PO Box 209, Coos
Bay, OR 97420.

Resident Agent in Charge, PO Box 465,
Eureka, CA 95502.

Resident Agent in Charge, PO Box 12465,
Fresno, CA 93778.

Resident Agent in Charge (Guam), PO Box
2508, Agana, Guam 96910.

Resident Agent in Charge, (LAX), 222 North
Sepulveda Boulevard, Suite 200, El
Secundo, CA 90245.

Resident Agent in Charge, PO Box 329,
Oceanside, CA 92054.

Resident Agent in Charge (Orange County),
15941 Red Hill Avenue, Suite 200, Tustin,
CA 92680.

Resident Agent in Charge, PO Box 6155,
Oxnard, CA 93031.

Resident Agent in Charge, Federal Office
Building, 138 West First Street, Room 216,
Port Angeles, WA 98352.

Resident Agent in Charge, PO Box 2841,
Portland, OR 97208

Resident Agent in Charge, 1755 E. Plumb
Lane, Airport Plaza, Suite 229, Reno, NV
89502.

Resident Agent in Charge, PO Box 214666,
Sacramento, CA 95821.

Special Agent in Charge, 401 West A Street,
Suite 305, San Diego, CA 90101.

Special Agent in Charge, 1700 Montgomery
Street, Suite 445, San Francisco, CA 94111.

Resident Agent in Charge (SFO), San
Francisco International Airport, PO Box
251747, San Francisco, CA 94128.

Resident Agent in Charge, Courthouse and
Federal Building, 280 South First Street,
Suite 190, San Jose, CA 95113.

Resident Agent in Charge, 406 Virginia
Avenue, San Ysidro, CA 92073.

Special Agent in Charge, Federal Office
Building, 909 First Avenue, Room 4100,
Seattle, WA 98174.

Resident Agent in Charge, West 904
Riverside, Room 332, Spokane, WA 92210.

Special Agent in Charge, 610 South Canal
Street, Room 851, Chicago, IL 60607.

Resident Agent in Charge (Cincinnati) Suite
200, 207 Grandview Drive, Fort Mitchell,
KY 41017.

Resident Agent in Charge (Cleveland)
Commerce Place, 7123 Pearl Road, Room
305, Middleburg Heights, OH 44130.

Resident Agent in Charge, 78 E. Chestnut
Street, Room 411, Columbus, OH 42315.

Special Agent in Charge, PO Drawer 3609,
Denver, CO 80294.

Special Agent in Charge, McNamara Federal
Building, 477 Michigan Avenue, Room
350, Detroit, MI 48226.

Resident Agent in Charge, PO Box 791, Great
Falls, MT 59403

Resident Agent in Charge, PO Box 51366,
Indianapolis, IN 46251.

Resident Agent in Charge, 2701 Rockcreek
Parkway, Suite 206, North Kansas City, MO
64117.

Resident Agent in Charge, PO Box 92847,
Milwaukee, WI 53202.

Resident Agent in Charge, Federal Office
Building, 212 Third Avenue South, Room
154, Minneapolis, MN 55401.

Resident Agent in Charge, PO Box 192,
Pembina, ND 58271.

Resident Agent in Charge, 114 Market Street,
Room 942, St. Louis, MO 63101.

Resident Agent in Charge, 1745 W. 1700 S,
Room 1124, Salt Lake City, UT 84104.

BILLING CODE: 4840–01–P

Bureau of Engraving and Printing:

TREASURY/BEP .002

SYSTEM NAME:
Personal Property Claim File—

Treasury/BEP.

SYSTEM LOCATION:
Bureau of Engraving and Printing,

14th and C Streets, SW, Washington, DC
20228.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Civilian officers and employees of the
Bureau of Engraving and Printing,
former employees and their survivors
having claim for damage to or loss of
personal property incident to their
service.

CATEGORIES OF RECORDS IN THE SYSTEM:
Contains investigative and

adjudication documents relative to
personal property damage claim.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Military Personnel and Civilian

Employees’ Claims Act of 1964, as
amended, Pub. L. 88–558.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (5) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
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which relate to an agency’s functions
relating to civil and criminal
proceedings; (6) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (7) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

File folder.

RETRIEVABILITY:

By name.

SAFEGUARDS:

Access is limited to Office of Chief
Counsel staff.

RETENTION AND DISPOSAL:

Retained three years after case is
closed, then destroyed.

SYSTEM MANAGER(S) AND ADDRESS:

Office of Chief Counsel, Bureau of
Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228.

NOTIFICATION PROCEDURE:

Disclosure Officer, Bureau of
Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228.

RECORD ACCESS PROCEDURE:

See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:

See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:

Individuals having claim for damage
to or loss of personal property.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/BEP .004

SYSTEM NAME:

Counseling Records—Treasury/BEP.

SYSTEM LOCATION:

Bureau of Engraving and Printing,
14th and C Streets, SW, Washington, DC
20228, and Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Ft. Worth,
Texas 76131.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Employees whose actions or conduct
warrants counseling.

CATEGORIES OF RECORDS IN THE SYSTEM:
Contains correspondence relative to

counseling information and follow-up
reports.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains, contingent upon that
individual signing a release of
information form; (5) provide
information to the news media in
accordance with guidelines contained in
28 CFR 50.2 which relate to an agency’s
functions relating to civil and criminal
proceedings; (6) provide general
educational information to unions
recognized as exclusive bargaining
representatives under the Civil Service
Reform Act of 1978, 5 U.S.C. 7111 and
7114; (7) provide information to third
parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Maintained in file folders.

RETRIEVABILITY:
By name.

SAFEGUARDS:

Locked in file cabinets; access is
limited to EEO and Employee
Counseling Services staff.

RETENTION AND DISPOSAL:

Retained for one year after close of
file, then destroyed.

SYSTEM MANAGER(S) AND ADDRESS:

EEO and Employee Counseling
Services Staff Manager, Bureau of
Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228.

NOTIFICATION PROCEDURE:

Disclosure Officer, Bureau of
Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228.

RECORD ACCESS PROCEDURE:

See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:

See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:

Individual employee.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/BEP .005

SYSTEM NAME:

Compensation Claims—Treasury/BEP.

SYSTEM LOCATION:

Compensation Staff, Personnel
Services Division, Office of Human
Resources, Bureau of Engraving and
Printing, 14th and C Streets, SW,
Washington, DC 20228. Human
Resources Division, Bureau of Engraving
and Printing, Western Currency Facility,
9000 Blue Mound Road, Fort Worth,
Texas 76131.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Bureau of Engraving and Printing
employees incurring work-connected
injuries or illnesses, who make claims
under Federal Employee Compensation
Act for medical expenses, continuation
of pay or disability.

CATEGORIES OF RECORDS IN THE SYSTEM:

All pertinent documentation,
including investigative reports, medical
reports, forms, letters to BEP Office of
Financial Management authorizing
continuation of pay, Labor Department
reports, etc. relative to work-connected
injuries or illnesses of employees.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

Federal Employees Compensation
Act, as amended, Pub. L. 93–416.
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ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (5) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (7) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (8) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

File folder, magnetic media and
computer disks.

RETRIEVABILITY:

Name and date of injury.

SAFEGUARDS:

Locked file cabinets, locked
computers, passwords. Back-up discs
locked in file cabinets. Access is limited

to Compensation Claims staff and Safety
managers.

RETENTION AND DISPOSAL:
Records are retained for three years

after last entry, then destroyed.

SYSTEM MANAGER(S) AND ADDRESS:
(1) Manager, Personnel Services

Division, Office of Human Resources,
Bureau of Engraving and Printing, 14th
and C Street SW., Washington, DC
20228. (2) Manager, Human Resources
Division, Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Fort Worth,
Texas 76131.

NOTIFICATION PROCEDURE:
Disclosure Officer, Bureau of

Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228.

RECORD ACCESS PROCEDURE:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Occupational Health Unit Daily

Report, medical providers, employee’s
supervisor’s report, and information
provided by the employee.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BEP .006

SYSTEM NAME:
Debt Files (Employees)—Treasury/

BEP.

SYSTEM LOCATION:
Bureau of Engraving and Printing,

14th and C Streets, SW, Washington, DC
20228.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All Bureau of Engraving and Printing
employees on whom debt complaints
are received.

CATEGORIES OF RECORDS IN THE SYSTEM:
Contains employee’s name, complaint

information, court judgements,
counseling efforts, receipts, and final
disposition of complaint.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Federal Personnel Manual.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or

prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (5) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (7) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (8) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

Maintained in file folders.

RETRIEVABILITY:

By name.

SAFEGUARDS:

Maintained in locked cabinets; access
is limited to Employee and Labor
Relations Division, Human Resources
Division and the Office of the Chief
Counsel.

RETENTION AND DISPOSAL:

Retained for two years, then
destroyed.

SYSTEM MANAGER(S) AND ADDRESS:

(1) Chief, Office of Human Resources
and the Office of the Chief Counsel,
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Bureau of Engraving and Printing; 14th
and C Streets, SW, Washington, DC
20228. (2) Manager, Human Resources
Division, Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Fort Worth, TX
76131.

NOTIFICATION PROCEDURE:
Disclosure Officer, Bureau of

Engraving and Printing; 14th and C
Streets; SW, Washington, DC 20228.

RECORD ACCESS PROCEDURE:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Employees, Complainants, and Court

Judgements.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BEP .014

SYSTEM NAME:
Employee’s Production Record—

Treasury/BEP.

SYSTEM LOCATION:
Bureau of Engraving and Printing,

14th and C Streets, SW, Washington, DC
20228, and Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Fort Worth, TX
76131.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All current Washington, DC and Fort
Worth, TX Bureau of Engraving and
Printing employees.

CATEGORIES OF RECORDS IN THE SYSTEM:
Contains employee’s name, dates,

work hours, record of production,
history of work assignments, training,
work performance, and progress reports.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301, 4103 and 4302.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other

relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (5) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (6) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (7) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

Maintained in data entry diskettes,
file folders and production books.

RETRIEVABILITY:

Indexed by name, work code number
and cross-referenced by project number.

SAFEGUARDS:

Maintained in locked cabinets or
desks; access is limited to personnel
having a ‘‘need-to-know.’’

RETENTION AND DISPOSAL:

Retained three years, then destroyed.

SYSTEM MANAGER(S) AND ADDRESS:

Office of Chief Counsel; Chief, Office
of Equal Employment Opportunity and
Employee Counseling Services; Chief,
Office of Human Resources; Chief,
Office of Currency Production; Plant
Manager (Stamps and Special Products);
Chief, Office of Engraving; Chief, Office
of Production Support; Chief, Office of
Procurement; Chief, Office of
Production and Inventory Management;
Chief, Office of External Relations;
Chief, Office of Currency Standards;
Chief, Office of Engineering; Chief,
Office of Advanced Counterfeit
Deterrence; Address: Bureau of

Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228.
Plant Manager, Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Fort Worth, TX
76131.

NOTIFICATION PROCEDURE:
Disclosure Officer, Bureau of

Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228.

RECORD ACCESS PROCEDURE:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Information furnished by employee,

developed by supervisor or by referral
document.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BEP .016

SYSTEM NAME:
Employee Suggestions—Treasury/

BEP.

SYSTEM LOCATION:
Bureau of Engraving and Printing,

14th and C Streets, SW, Washington, DC
20228, and Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Ft. Worth,
Texas 76131.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All Bureau of Engraving and Printing
employees submitting suggestions under
the incentive award program.

CATEGORIES OF RECORDS IN THE SYSTEM:
Contains employee’s suggestion,

reviewer evaluation and final
disposition information.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Title 5, U.S.C., 4502 (c).

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
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other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (5) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (6) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (7) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Maintained in file folders, as well as

on computer disks.

RETRIEVABILITY:
Indexed by name.

SAFEGUARDS:
Maintained in locked file cabinets;

access is limited to Compensation
Division Personnel, the Chief, Office of
Currency Manufacturing, and the
employee’s supervisor.

RETENTION AND DISPOSAL:
Retained for three years following

date of submission, then destroyed.

SYSTEM MANAGER(S) AND ADDRESS:
Chief, Office of Personnel, Bureau of

Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228, and
the Chief, Office of Currency
Manufacturing, Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Ft. Worth,
Texas 76131.

NOTIFICATION PROCEDURE:
Individuals wishing to be notified if

they are identified in this system or gain
access to records maintained in the
system must submit a request
containing the following elements: (1)

Identification of the record system; (2)
identification of the category and types
of records sought; (3) at least two items
of identification (e.g., name and date of
birth, employee identification number,
date of employment or similar
information). Address inquiries to
Disclosure Officer, Bureau of Engraving
and Printing; 14th and C Streets, SW,
Washington, DC 20228.

RECORD ACCESS PROCEDURE:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Individual employee, employee’s

supervisor and review committee.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BEP .020

SYSTEM NAME:
Industrial Truck Licensing Records—

Treasury/BEP.

SYSTEM LOCATION:
Bureau of Engraving and Printing,

14th and C Streets, SW, Washington, DC
20228, and Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Ft. Worth,
Texas 76131.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Bureau of Engraving and Printing
employees designated to operate self-
propelled material and/or machinery
handling equipment.

CATEGORIES OF RECORDS IN THE SYSTEM:
Record of employee physical

examination, testing, license number
and issue date for purpose of operating
one or more types of material handling
equipment used within the Bureau of
Engraving and Printing, and employees
who drive official bureau motor
vehicles.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosures are not made outside the
Department.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
File folder and Card file.

RETRIEVABILITY:
By Name.

SAFEGUARDS:

Locked file cabinet, access is limited
to Office of Production and Inventory
Management and the Warehouse and
Supply Section personnel.

RETENTION AND DISPOSAL:

Destroyed three years after license
revocation.

SYSTEM MANAGER(S) AND ADDRESS:

Head, Office of Production and
Inventory Management, Bureau of
Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228, and
the Manager, Warehouse and Supply
Section, Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Ft. Worth,
Texas 76131.

NOTIFICATION PROCEDURE:
Disclosure Officer, Bureau of

Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228.

RECORD ACCESS PROCEDURE:

See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Supervisor’s request, results of

physical examination, and data obtained
during training or practical tests.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BEP .021

SYSTEM NAME:
Investigative Files—Treasury/BEP.

SYSTEM LOCATION:
Bureau of Engraving and Printing,

14th and C Streets, SW., Washington,
DC 20228, and Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Fort Worth,
Texas 76131.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Employees, Separated Bureau
Employees, Employee Applicants,
Visitors to the Bureau, News-Media
Correspondents, Contractor and Service
Company Employees (Current and
Separated).

CATEGORIES OF RECORDS IN THE SYSTEM:

Category: Security Files, Personnel
Clearance Requests, Case Files, Bank
Shortage Letters, Contractor Files,
Currency Discrepancy Reports,
Intelligence Files, Stamp Discrepancy
Reports, Case Records, Correspondence
from the Public concerning Security
Matters, Security Files Reference
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Record, Employee Indebtedness Record,
Type of Information: Character
references, Police force reports, Previous
employment verifications, Newspaper
articles, Social Security numbers,
Laboratory reports to include
handwriting results and latent
fingerprint examinations, Law
enforcement criminal and subversive
record checks, Court records, Security
registers, Residency information,
Reports of shortages or thefts of Bureau
products including subsequent
investigations, Personnel records of
various types, Fingerprint card,
Photograph, Names of individuals
including those at contractor plants who
worked on a shortage involving Bureau
products, Credit checks, Background
investigation reports conducted by
Office of Personnel Management,
Bureau of Engraving and Printing, the
Internal Revenue Service and other
Federal Investigative Agencies,
Disciplinary action recommended and/
or received, Military record forms and
extracted information, List of Bureau
employees granted security clearances,
Processes served, i.e. summons,
subpoenas, warrants, etc., Personnel
security case numbers, dates—case
opened and closed, and
recommendations, Certificate of
Security Clearance, Reports of violations
of Bureau regulations and procedures,
Bureau visitor control documents,
Correspondence relating to individuals,
Claims of indebtedness from firms and
collection agencies and other sources,
and assorted documents, Tape-recorded
testimony, Type of Information: Bureau
investigation reports, Information
supplied by Law Enforcement agencies,
Applicant interview record, Anonymous
tips concerning Bureau employees,
Official investigative statements, Names
of those requesting security assistance
and report of the assistance rendered,
other pertinent Governmental records,
education records and information, Date
of Birth and physical description of
individual in the files.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Executive Order 10450 and

implementing Treasury and Bureau
Regulations and 31 U.S.C. 427.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where

the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (5) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (7) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (8) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
File Folders, 3 x 5 Index Cards, 5 x

8 Index Cards, Loose-leaf Binders,
Ledgers, Recording Tape, Computer
Database Programs, and Microfiche.

RETRIEVABILITY:
Numerically by case number and year,

alphabetically by name and Social
Security number, and alphabetically by
Company name.

SAFEGUARDS:
Access is limited to Office of Security

and Western Currency Facility staff.
Records are maintained in locked file
cabinets and secured computers.

RETENTION AND DISPOSAL:
Destroyed within 90 days following

notification of an employee’s death, or,
within five years after separation or
transfer of incumbent employee; or, five

years after expiration of contractual
relationship. Product Discrepancy
Investigative Reports and Bank Letter
Investigative Reports are retained
indefinitely.

SYSTEM MANAGER(S) AND ADDRESS:
Chief, Office of Security, Bureau of

Engraving and Printing, 14th and C
Streets, SW, Washington, DC 20228;
Security and Police Division personnel,
Bureau of Engraving and Printing,
Western Currency Facility, 9000 Blue
Mound Road, Fort Worth, Texas 76131.

NOTIFICATION PROCEDURE:
Individuals wishing to be notified if

they are identified in this system or gain
access to records maintained in the
system must submit a request
containing the following elements: (1)
Identification of the record system; (2)
identification of the category and types
of records sought; (3) at least two items
of identification (e.g., name and date of
birth, employee identification number,
date of employment or similar
information). Address inquiries to
Disclosure Officer, Bureau of Engraving
and Printing, 14th and C Streets, SW,
Washington, DC 20228

RECORD ACCESS PROCEDURE:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
The sources of the information are the

individual concerned and information
supplied by Federal, State and local
investigative agencies, credit bureaus,
financial institutions, court records,
educational institutions, and
individuals contacted concerning the
person being investigated.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system is exempt from 5 U.S.C.

552a (c)(3), (d), (e)(1), (e)(4)(G), (e)(4)(H),
(e)(4)(I) and (f) of the Privacy Act
pursuant to 5 U.S.C. 552a(k)(2).

TREASURY/BEP .027

SYSTEM NAME:
Programmable Access Security

System (PASS)—Treasury/BEP.

SYSTEM LOCATION:
Bureau of Engraving and Printing,

14th and C Streets, SW, Washington, DC
20228 and Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Fort Worth,
Texas 76131.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Bureau of Engraving and Printing
Employees (Washington, DC and Fort
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Worth, Texas); employees of the Bureau
of the Public Debt (BPD) who are
assigned to work at the 12th and C
streets SW., Washington, DC. facility;
employees of other U.S. Government
agencies who have been cleared for
access to the Bureau of Engraving and
Printing and issued BEP Access Badges,
and contractor and service company
employees of the Bureau of Engraving
and Printing and the Bureau of Public
Debt who have been cleared for access
to either bureau.

CATEGORIES OF RECORDS IN THE SYSTEM:

(A) The following information is
maintained concerning all individuals
who are issued BEP and BPD access
badges with photographs: Photograph;
Full name; Social Security number; date
of birth; badge number; supervisory
status, work telephone; work area
number; BEP access clearance level;
date BEP access level granted; date last
security background investigation was
completed; BEP access level; BEP access
time zone; date access badge issued;
date access badge voided; time, date and
location of each passage through a
security control point. (B) In the case of
BEP and BPD employees and
contractors issued Temporary Access’’
badges and contractors and other issued
‘‘No Escort’’ badges, in lieu of his/her
BEP access badge with photograph, the
same information as in paragraph A
(above) is kept. (C) Official visitors,
contractors, and others issued ‘‘Escort
Visitor’’ badges: No information is
maintained in the BEP PASS.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

31 U.S.C. 321, 5 U.S.C. 301.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to

a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (5) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (7) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (8) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Magnetic media and computer

printouts.

RETRIEVABILITY:
Numerical by PASS/badge number,

alphabetically by last name, and
appropriate index by subject.

SAFEGUARDS:
Records are maintained in locked

cabinets in a locked room; access is
limited to Physical Security Branch
staff, Office of Security, Senior
management of the Office of Security,
the staff of Internal Review Division,
Office of Management Control, and at
the Fort Worth, Texas, facility. On-line
CRT terminals are installed in a locked
computer room in two (2) 24-hour
manned police offices and selected
Office of Security staff offices which are
locked. These latter terminals are on
lines that are manually activated and
deactivated in the PASS computer
facility. Access to these terminals is
limited to Office of Security staff and
contractors. Passwords further limit the
extent of access to computer stored
information. BEP, BPD and other U.S.
Government agency managers and
supervisors have access to information
pertaining to their subordinates for
official purposes as specified in the
Record Source Categories.

RETENTION AND DISPOSAL:
Retention period is for two (2) years.

SYSTEM MANAGER(S) AND ADDRESS:
Head, Physical Security Branch,

Office of Security, Bureau of Engraving
and Printing, 14th and C Streets, SW,
Washington, DC 20228 and Security and
Police Division personnel, Bureau of
Engraving and Printing, Western
Currency Facility, 9000 Blue Mound
Road, Fort Worth, Texas 76131.

NOTIFICATION PROCEDURE:
Individuals wishing to be notified if

they are identified in this system or gain
access to records maintained in the
system must submit a request
containing the following elements: (1)
Identification of the record system; (2)
identification of the category and types
of records sought; (3) at least two items
of identification (e.g., name and date of
birth, employee identification number,
date of employment or similar
information). Address inquiries to
Disclosure Officer, Bureau of Engraving
and Printing; 14th and C Streets, SW,
Washington, DC 20228.

RECORD ACCESS PROCEDURE:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
The individual concerned, his/her

supervisor, or an official of the
individual’s firm or agency.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BEP .035

SYSTEM NAME:
Tort Claims (Against the United

States)—Treasury/BEP.

SYSTEM LOCATION:
Bureau of Engraving and Printing,

14th and C Streets, SW, Washington, DC
20228.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals and/or organizations
making claim for money damage against
the United States for injury to or loss of
property or personal injury or death
caused by neglect, wrongful act, or
omission of a Bureau of Engraving and
Printing employee while acting within
the scope of his office or employment.

CATEGORIES OF RECORDS IN THE SYSTEM:
Contains investigative and

adjudication documents relative to
personal injury and/or property damage
claims.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Federal Tort Claims Act, Title 28

U.S.C. 2672, Pub. L. 89–506.
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ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (5) provide information
to unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (6) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

File folder.

RETRIEVABILITY:

By name.

SAFEGUARDS:

Access is limited to Office of Chief
Counsel staff.

RETENTION AND DISPOSAL:

Retained three years, then destroyed.

SYSTEM MANAGER(S) AND ADDRESS:

Office of Chief Counsel, Bureau of
Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228.

NOTIFICATION PROCEDURE:

Disclosure Officer, Bureau of
Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228.

RECORD ACCESS PROCEDURE:

See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:

See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:

Individual or organization’s claim
and/or investigative reports.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/BEP .038

SYSTEM NAME:
Unscheduled Absence Record—

Treasury/BEP.

SYSTEM LOCATION:
Bureau of Engraving and Printing,

14th and C Streets, SW, Washington, DC
20228, and Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Ft. Worth,
Texas 76131.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All Bureau of Engraving and Printing
employees who have had unscheduled
absences.

CATEGORIES OF RECORDS IN THE SYSTEM:

Record contains chronological
documentation of unscheduled
absences.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to

a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (5) provide information
to unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (6) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Maintained in file folders.

RETRIEVABILITY:
By name.

SAFEGUARDS:
Kept in locked file cabinets; access to

these records is restricted to Supervisor
and authorized timekeeping personnel.

RETENTION AND DISPOSAL:
Retained for one year following

separation or transfer, then destroyed.

SYSTEM MANAGER(S) AND ADDRESS:
Chief, Office of Human Resources,

Bureau of Engraving and Printing, 14th
and C Streets, SW, Washington, DC
20228, and Human Resources Division,
Bureau of Engraving and Printing,
Western Currency Facility, 9000 Blue
Mound Road, Ft. Worth, Texas 76131.

NOTIFICATION PROCEDURE:
Disclosure Officer, Bureau of

Engraving and Printing, 14th and C
Streets, SW, Washington, DC 20228.

RECORD ACCESS PROCEDURE:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Individual employee’s time and

attendance records, and his/her
supervisor.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BEP .040

SYSTEM NAME:
Freedom of Information and Privacy

Acts Requests—Treasury/BEP.
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SYSTEM LOCATION:

Bureau of Engraving and Printing,
14th and C Streets, SW, Washington, DC
20228.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals who are requesting
information.

CATEGORIES OF RECORDS IN THE SYSTEM:

Correspondence pursuant to the
Freedom of Information and Privacy
Acts; internal processing documents
and memoranda, referrals and copies of
requested records.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

Freedom of Information Act, 5 U.S.C.
552, 31 CFR part 1, and Privacy Act of
1974, 5 U.S.C. 552a.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (3) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (4) provide information
to unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

File folders locked in filing cabinet.

RETRIEVABILITY:

By name of requester(s) and date of
request.

SAFEGUARDS:

Filed in locked filing cabinet and
released only to those parties authorized
pursuant to the Freedom of Information
Act or the Privacy Act.

RETENTION AND DISPOSAL:
Disposition as prescribed by General

Records Schedule 14 issued by the
National Archives and Records
Administration.

SYSTEM MANAGER(S) AND ADDRESS:
Assistant to the Director’s Staff,

Bureau of Engraving and Printing, 14th
and C Streets, SW, Washington, DC
20228.

NOTIFICATION PROCEDURE:
Disclosure Officer, Bureau of

Engraving and Printing, 14th and C
Streets, SW, Washington, DC 20228.

RECORD ACCESS PROCEDURE:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Individuals who make Freedom of

Information and/or Privacy Act
requests. Federal officials responding to
Freedom of Information and/or Privacy
Act requests and documents from
official records.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BEP .041

SYSTEM NAME:
Record of Discrimination

Complaints—Treasury/BEP.

SYSTEM LOCATION:
Bureau of Engraving and Printing,

14th and C Streets, SW, Washington, DC
20228, and Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Ft. Worth,
Texas 76131.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Employees who have initiated
discrimination complaints.

CATEGORIES OF RECORDS IN THE SYSTEM:
Data developed as a result of inquiry

by the person making the allegation of
discrimination.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Executive Order 11478.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information
contained in the records may be used to:

(1) Disclose to EEOC to adjudicate
discrimination complaints; (2) disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for

enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (5) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) provide information
to unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (7) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

Maintained in file folders. Locked in
combination safe.

RETRIEVABILITY:

By name and case number.

SAFEGUARDS:

Access is limited to Complainants and
Equal Employment Opportunity Staff;
maintained in locked combination safe.

RETENTION AND DISPOSAL:

Retained four years after resolution,
then destroyed.

SYSTEM MANAGER(S) AND ADDRESS:

Chief, Office of EEO and Employee
Counseling Services, Bureau of
Engraving and Printing, 14th and C
Streets, SW, Washington, DC 20228.

NOTIFICATION PROCEDURE:

Disclosure Officer, Bureau of
Engraving and Printing, 14th and C
Streets, SW, Washington, DC 20228.

RECORD ACCESS PROCEDURE:

See ‘‘Notification procedure’’ above.
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CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Individual employees who have

discrimination complaints.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BEP .043

SYSTEM NAME:
Parking Program Records—Treasury/

BEP.

SYSTEM LOCATION:
Bureau of Engraving and Printing,

14th and C Streets, SW, Washington, DC
20228.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Bureau and Non-bureau personnel
who have applied for carpool parking
privileges.

CATEGORIES OF RECORDS IN THE SYSTEM:
Parking space applicant information—

shows applicant’s name and address,
vehicle make, model and year, vehicle
license number, state registration, work
hours, work component, home/work
phone numbers.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosures are not made outside the
Department.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Letter-size file folders, and in

electronic media.

RETRIEVABILITY:
Alphabetically by applicant, or

parking space number.

SAFEGUARDS:
Access is limited to Office of Security

staff and maintained in a locked office.

RETENTION AND DISPOSAL:
Destroyed upon change in, or

revocation of, parking assignment.

SYSTEM MANAGER(S) AND ADDRESS:
Chief, Office of Security, Bureau of

Engraving and Printing, 14th and C
Streets, SW, Washington, DC 20228.

NOTIFICATION PROCEDURE:
Disclosure Officer, Bureau of

Engraving and Printing, 14th and C
Streets, SW, Washington, DC 20228.

RECORD ACCESS PROCEDURE:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Parking permit applicants.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BEP .044

SYSTEM NAME:
Personnel Security Files and

Indices—Treasury/BEP.

SYSTEM LOCATION:
Employment Suitability Division,

Office of Security, Bureau of Engraving
and Printing, 14th and C Streets, SW,
Washington, DC 20228, and Personnel
Security Branch, Security and Police
Division, Bureau of Engraving and
Printing, Western Currency Facility,
9000 Blue Mound Road, Fort Worth,
Texas 76131.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Employee applicants, current and
former Bureau employees, contractor
and service company employees.

CATEGORIES OF RECORDS IN THE SYSTEM:
Investigative information related to

personnel investigations conducted by
the Bureau of Engraving and Printing
Security office and other Federal, State,
and local Agencies.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Executive Order 10450.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative

tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (5) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (7) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (8) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

File Folders; 3′′ x 5′′ Index cards,
Microfiche and computer records
maintained in an automated database.

RETRIEVABILITY:

Alphabetically by name and social
security number.

SAFEGUARDS:

Access is limited to Office of Security
and Security and Police Division staffs
and records are maintained in locked
file cabinets and secured databases.

RETENTION AND DISPOSAL:

Destroyed within 90 days following
notification that an applicant for
employment was not hired; or upon
notification of employee death; or
within five years after separation or
transfer of incumbent employee; or five
years after expiration of contractual
relationship.

SYSTEM MANAGER(S) AND ADDRESS:

Chief, Office of Security, Bureau of
Engraving and Printing, 14th and C
Streets, SW, Washington, DC 20228.
Manager, Security and Police Division,
Bureau of Engraving and Printing,
Western Currency Facility, 9000 Blue
Mound Road, Fort Worth, Texas 76131.

NOTIFICATION PROCEDURE:

Disclosure Officer, Bureau of
Engraving and Printing; 14th and C
Streets, SW, Washington, DC 20228.
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RECORD ACCESS PROCEDURE:
Same as above.

CONTESTING RECORD PROCEDURES:
Same as above.

RECORD SOURCE CATEGORIES:
Individual employee and information

supplied by other Federal Investigative
Agencies.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system is exempt from 5 U.S.C.

552a (c)(3), (d), (e)(1), (e)(4)(G), (e)(4)(H),
(e)(4)(I), and (f) of the Privacy Act
pursuant to 5 U.S.C. 552a (k)(5).

TREASURY/BEP .045

SYSTEM NAME:
Mail Order Sales Customer File—

Treasury/BEP.

SYSTEM LOCATION:
Bureau of Engraving and Printing,

14th and C Streets, SW., Washington,
DC 20228.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Customers ordering engraved prints
and numismatic products from the
Bureau of Engraving and Printing
through the mail, and those individuals
who have requested that their names be
placed on the BEP mailing list.

CATEGORIES OF RECORDS IN THE SYSTEM:
Mail order customer’s names,

addresses, company names, credit card
numbers and expiration dates; history of
customer sales; and inventory data.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301.

PURPOSE(S):
The purposes of the Mail Order Sales

Customer Files are to: (1) Maintain
information regarding customers to
inform them of BEP products; (2)
provide the capability to research in
response to customer inquiries; and (3)
transmit credit card information to
financial institutions for approval or
disapproval.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information from
these records may be used to
electronically transmit credit card
information to obtain approval or
disapproval from the issuing financial
institution. Categories of users include
personnel involved in credit card
approval.

DISCLOSURE TO CONSUMER REPORTING
AGENCIES:

Debt information concerning a
Government claim against an individual

is also furnished, in accordance with 5
U.S.C. 552a(b)(12) and Section 3 of the
Debt Collection Act of 1982 (Pub. L. 97–
365), to consumer reporting agencies to
encourage repayment of an overdue
debt.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records consist of paper records

maintained in file folders and in
electronic media.

RETRIEVABILITY:
By customer name, order number or

customer number.

SAFEGUARDS:
Access is limited to those authorized

individuals who process orders,
research customer orders or maintain
the computer system. In addition, files
and computer data are maintained in a
secured area. Access to electronic
records is by password.

RETENTION AND DISPOSAL:
Files on customers who have not

purchased any products are kept for two
years, after which they are taken out of
the active system and placed in a
separate storage file. This file generates
two additional annual mailings after
which time they are purged from the
system. (Should a customer reorder after
being placed on this file, they will be
assigned a new customer number and
placed back in the main system).

SYSTEM MANAGER(S) AND ADDRESS:
Chief, Office of External Relations,

Bureau of Engraving and Printing, 14th
and C Streets, SW., Room 515M,
Washington, DC 20228.

NOTIFICATION PROCEDURE:
Individuals wishing to be notified if

they are named in this system of
records, gain access to the records, or
contest the contents of any records
maintained in this system may inquire
in accordance with instructions
appearing in 31 CFR part 1, subpart C,
appendix F. Address inquiries to
Disclosure Officer, Bureau of Engraving
and Printing, 14th and C Streets, SW.,
Washington, DC 20228.

RECORDS ACCESS PROCEDURES:
See ‘‘Notification procedure’’ above.

CONTESTING RECORDS PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Customers, BEP employees, financial

institutions.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/BEP .046

SYSTEM NAME:

Automated Mutilated Currency
Tracking System—Treasury/BEP.

SYSTEM LOCATION:

Bureau of Engraving and Printing,
14th and C Streets, SE, Washington, DC
20228.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals and financial institutions
sending in mutilated paper currency
claims.

CATEGORIES OF RECORDS IN THE SYSTEM:

Mutilated currency claimants’ names,
addresses, company names, amount of
claims, amount paid, types of currency
and condition of currency.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301.

PURPOSE(S):

The purpose of the Automated
Mutilated Currency Tracking System is
to maintain historical information and
to respond to claimants’ inquiries, e.g.,
non-receipt of reimbursement, status of
case, etc.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
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record pertains; (5) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (6) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (7) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records consist of paper records

maintained in file folders and records in
electronic media.

RETRIEVABILITY:
By claimant name, case number,

address or registered mail number.

SAFEGUARDS:
Access is limited to those specific

employees who process the mutilated
currency cases, prepare payment,
research inquiries or maintain the
computer system. In addition, files and
computer data are maintained in a
secured area. Access to electronic
records is by password.

RETENTION AND DISPOSAL:
Active claimant files are maintained

for two years. Inactive files are
maintained for seven years. After seven
years, the files are purged from the
system and then destroyed. (Inactive
files are those for which final payments
have been made.)

SYSTEM MANAGER(S) AND ADDRESS:
Chief, Office of Currency Standards,

Bureau of Engraving and Printing, 14th
and C Streets, SW, Room 344A,
Washington, DC 20228.

NOTIFICATION PROCEDURE:
Individuals wishing to be notified if

they are named in this system of
records, gain access to the records, or
contest the contents of any records
maintained in this system may inquire
in accordance with instructions
appearing in 31 CFR part 1, subpart C,
appendix F. Address inquiries to
Disclosure Officer, Bureau of Engraving
and Printing, 14th and C Streets, SW,
Washington, DC 20228.

RECORD ACCESS PROCEDURE:
See ‘‘Notification procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification procedure’’ above.

RECORD SOURCE CATEGORIES:
Individuals, banking institutions and

BEP employees.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

BILLING CODE: 4810–32–P

Federal Law Enforcement Training
Center

TREASURY/FLETC .001

SYSTEM NAME:
FLETC Payroll/Personnel Records

System-Treasury/FLETC.

SYSTEM LOCATION:
FLETC, Office of Planning and

Resources, Building 94, Glynco, GA
31524. Systems are also located at other
FLETC facilities. (See FLETC appendix
A for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Present and former employees.

CATEGORIES OF RECORDS IN THE SYSTEM:
All payroll records including

Standard Forms 50 and 52, time and
attendance reports, leave status, health
and life insurance requests, payroll
deduction requests, employee training,
performance evaluations, retirement
records, medical/treatment/ injury
records, and Equal Employment
Opportunity and personnel records
consisting of records other than those
described and reported by the Office of
Personnel Management on behalf of all
agencies.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301, 5 U.S.C. 4101 et seq;

Executive Order No. 11348, dated April
20, 1967, and Treasury Order 140–01,
dated September 20, 1994.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure to the individual’s parent
agency and Federal regulatory agencies
on a ‘‘need to know’’ basis which
include the Department of Labor,
Department of Health and Human
Services, Merit Systems Protection
Board, Federal and Labor Relations
Authority, Equal Employment
Opportunity Commission and the Office
of Personnel Management concerning
pay, leave, benefits, retirement
deductions, and other information
necessary for OPM to carry out its
government-wide personnel
management functions. These records
and information in the records may be
used to: (1) Disclose pertinent
information to appropriate Federal,
State, local or foreign agencies

responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or indication of
a violation or potential violation of civil
or criminal law or regulation; (2)
disclose information to a Federal, State,
or local agency, maintaining civil,
criminal or other relevant enforcement
information or other pertinent
information, which has requested
information relevant to or necessary to
the requesting agency’s or the bureau’s
hiring or retention of an individual or
issuance of a security clearance, license,
contract, grant, or other benefit; (3)
disclose information to a court,
magistrate, or administrative tribunal in
the course of presenting evidence,
including disclosures to opposing
counsel or witnesses in the course of
civil discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceeding; (4) disclose information to
foreign governments in accordance with
formal or informal international
agreements; (5) provide information to a
congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(6) provide information to the news
media in accordance with guidelines
contained in 28 CFR 50.2 which relate
to an agency’s functions relating to civil
and criminal proceedings; (7) provide
information to unions recognized as
exclusive bargaining representatives
under the Civil Service Reform Act of
1978, 5 U.S.C. 7111 and 7114; (8)
provide information to third parties
during the course of an investigation to
the extent necessary to obtain
information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Paper files, microfiche and various

electronic mediums. FLETC computers
access the TIMIS payroll and personnel
system.

RETRIEVABILITY:
Social Security Number, name,

position, and/or organizational element.

SAFEGUARDS:
Physical security, personal access

codes, and identification confirmations
are all used to prevent unauthorized
disclosure of records.

RETENTION AND DISPOSAL:
Disposition as prescribed by General

Records Schedules 1 and 2 issued by the
National archives and Records
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Administration. For more information
contact: Records Management Officer,
FLETC, Building 94, Glynco, GA 31524.

SYSTEM MANAGER(S) AND ADDRESS:
Associate Director for Planning and

Resources, Building 94, FLETC, Glynco,
GA 31524.

NOTIFICATION PROCEDURE:
The individual must provide full

name, Social Security Number, and date
of employment at the FLETC to the
System Manager.

RECORD ACCESS PROCEDURES:
By written request to the System

Manager.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access’’ above.

RECORD SOURCE CATEGORIES:
The employee on whom the record is

maintained, prior employers, client
agencies and the FLETC.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/FLETC .002

SYSTEM NAME:
FLETC Trainee Records-Treasury/

FLETC.

SYSTEM LOCATION:
FLETC, Office of Planning and

Resources, Building 94, Glynco, GA
31524, and at the FLETC facility located
in Artesia, NM. (See FLETC appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Any person who officially attends a
FLETC-sponsored Training Program,
Symposium, or similar event.

CATEGORIES OF RECORDS IN THE SYSTEM:
Personal background information

supplied by the trainee; grades and
performance or conduct evaluations,
advisory letters to parent agencies, class
rosters/photographs and relevant
health/physical conditioning.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Treasury Order 140–01, dated

September 20, 1993, and Memorandum
of Understanding for the Sponsorship
and Operation of the Consolidated
Federal Law Enforcement Training
Center, dated September 30, 1970.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure upon request to the
individual’s parent agency, to a
prospective Federal employer, and to
other government officials involved in

training or research. These records and
information in the records may be used
to: (1) Disclose to the Office of
Personnel Management concerning pay,
leave, benefits, retirement deductions,
and other information necessary for
OPM to carry out its government-wide
personnel management functions; (2)
disclose pertinent information to
appropriate Federal, state, local or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing, a statute, rule,
regulation, order, or license, where the
disclosing agency becomes aware of an
indication of a violation or potential
violation of civil or criminal law or
regulation; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (5) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (6) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (7) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (8) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (9) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

Magnetic media, and paper files.

RETRIEVABILITY:

Name, class number, and Social
Security Number.

SAFEGUARDS:

Access to these systems of records
will be controlled by software,
hardware, and other physical security
procedures. Software will be used to
ensure, in all technically feasible ways,
that data cannot be made available to
unauthorized persons. User-identifiers
and passwords will be used where
feasible to protect the data. Physical
security will protect all terminals, disks
and tapes, and paper archives from
access by unauthorized persons. Offices
will be locked except when authorized
persons are present. Warehoused paper
records are secured, the building
alarmed, and access controlled by the
Records Management Officer.

RETENTION AND DISPOSAL:

All records are retained and disposed
of in accordance with the General
Records Schedule issued by the
National Archives and Records
Administration. For more information
contact: Records Management Officer,
FLETC, Building 94, Glynco, GA 31524.

SYSTEM MANAGER(S) AND ADDRESS:

Associate Director for Planning and
Resources, Building 94, FLETC, Glynco,
GA 31524.

NOTIFICATION PROCEDURE:

The individual must provide full
name, proof of identity, Social Security
Number, date of birth, parent agency,
type of course and approximate dates of
attendance to the System Manager.

RECORD ACCESS PROCEDURES:

By formal letter to the System
Manager.

CONTESTING RECORDS PROCEDURES:

See ‘‘Record access procedures’’
above.

RECORD SOURCE CATEGORIES:

The trainee himself and members of
the staff responsible for the
administrative processing and training
of that individual.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/FLETC .004

SYSTEM NAME:

FLETC Administrative Records—
Treasury/FLETC.

SYSTEM LOCATION:

FLETC, Office of Planning and
Resources, Building 94, Glynco, GA
31524, and at the FLETC facilities
located in Artesia, NM. (See FLETC
appendix A for addresses.)
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CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Students, current employees, past
employees, employees of client
agencies, contractor employees, guests,
and visiting personnel.

CATEGORIES OF RECORDS IN THE SYSTEM:
Access Control/Identification, Vehicle

Registration and Driver Violation,
Equipment Control, Property Pass/
Accountability, Lost and Found, Key
Assignment, Safety and Occupational
Health Program, Security Incident,
Emergency Services, Administrative
Inquiry, Instructor Management records
and Resource and Marketing Mailing
Lists.

AUTHORITY FOR THE MAINTENANCE OF THE
SYSTEM:

Treasury Order 140–01, dated
September 20, 1994.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
PURPOSES OF SUCH USES:

Disclosure to the contract employer,
the individual’s parent agency, and
Federal regulatory agencies on a ‘‘need
to know’’ basis. These records and
information in the records may be used
to: (1) Disclose pertinent information to
appropriate Federal, State, local or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing, a statute, rule,
regulation, order, or license, where the
disclosing agency becomes aware of an
indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (5) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2

which relate to an agency’s functions
relating to civil and criminal
proceedings; (7) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (8) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

Various electronic Mediums and
paper files.

RETRIEVABILITY:
Name, Social Security Number,

Employer, and/or Organizational
Element.

SAFEGUARDS:
Physical security, personnel screening

and computer passwords are all used to
prevent unauthorized disclosure of
records.

RETENTION AND DISPOSAL:
Retained at the FLETC, destroyed

after 40 years.

SYSTEM MANAGER(S) AND ADDRESS:
Associate Director for Planning and

Resources, Building 94, FLETC, Glynco,
GA 31524.

NOTIFICATION PROCEDURE:
The individual must provide full

name, proof of identity, social security
number, and dates of duty at the Center
to the System Manager.

RECORD ACCESS PROCEDURES:

By written request to the System
Manager.

CONTESTING RECORD PROCEDURES:

See ‘‘Record access procedures’’
above.

RECORD SOURCE CATEGORIES:

The individual on whom the record is
maintained, client agencies, employers,
and the FLETC.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

FLETC Appendix A

Federal Law Enforcement Training Center,
Glynco, GA 31524

Federal Law Enforcement Training Center,
Washington Office, 650 Massachusetts
Avenue, NW, Washington, DC 20226

Federal Law Enforcement Training Center,
Artesia Facility, 1300 W. Richey Avenue,
Artesia, NM 88210.

BILLING CODE: 4810–35–P

Financial Management Service

TREASURY/FMS .001

SYSTEM NAME:
Administrative Records—Treasury/

Financial Management Service.

SYSTEM LOCATION:
Financial Management Service, U.S.

Department of the Treasury, Prince
George Metro Center II, 3700 East-West
Highway, Room 144, Hyattsville, MD
20782. Also, please see Appendix I.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Financial Management Service
personnel.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) Motor Vehicle Accident Reports.

(2) Parking Permits. (3) Distribution List
of individuals requesting various
Treasury publications. (4) Treasury
Credentials.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose to
GSA for drivers permits, parking
permits, accident reports, and
credentials; (2) disclose to GPO for
servicing public on Treasury
publications.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Hard copy and microcomputer.

RETRIEVABILITY:
By name and by Treasury publication.

SAFEGUARDS:
Locked containers. Administrative

Procedure—names are not given to
anyone except those who control the
listing.

RETENTION AND DISPOSAL:
(1) Distribution List—destroy one year

after declared obsolete. (2) Motor
Vehicle Accident Reports—six years
after closure of the case. (3) Parking
permits and Treasury Credentials—
destroy 3 months after return to issuing
officer.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Facilities Management

Division, Financial Management
Service, U.S. Department of the
Treasury, Prince George Metro Center II,
3700 East-West Highway, Room 144,
Hyattsville, MD 20782.
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NOTIFICATION PROCEDURE:
Inquiries under the Privacy Act of

1974 shall be sent to the Disclosure
Officer, Financial Management Service,
U.S. Department of the Treasury, Liberty
Center Building, 401 14th St., SW,
Washington, DC 20227. All individuals
making inquiries should provide with
their request as much descriptive matter
as is possible to identify the particular
record desired. The Systems Manager
will advise as to whether the Service
maintains the record requested by the
individual.

RECORD ACCESS PROCEDURES:
Individuals requesting information

under the Privacy Act of 1974
concerning procedures for gaining
access or contesting records should
write to the Disclosure Officer at the
address shown above. All individuals
are urged to examine the rules of the
U.S. Department of the Treasury
published in 31 CFR part 1, subpart C
concerning requirements of this
Department with respect to the Privacy
Act of 1974.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
Financial Management Service

personnel.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

Appendix I to FMS .001

Motor Vehicle Accident Reports

Prince George Metro Center II, 3700 East-
West Highway, Room 127, Hyattsville, MD
20782.

Parking Permits

1. Prince George Metro Center II, 3700 East-
West Highway, Room 127, Hyattsville, MD
20782

2. Liberty Center Building, 401 14th Street,
SW, Room 118, Washington, DC 20227.

Distribution List

Prince George Metro Center II, 3700 East-
West Highway, Hyattsville, MD 20782.

Treasury Credentials

Prince George Metro Center II, 3700 East-
West Highway, Room 158–B, Hyattsville,
MD 20782.

TREASURY/FMS .002

SYSTEM NAME:
Payment issue records for regular

recurring benefit payments—Treasury/
Financial Management Service.

SYSTEM LOCATION:
The Financial Management Service,

U.S. Department of the Treasury,

Washington, DC 20227. Records
maintained at Financial Centers in six
regions Austin, TX; Birmingham, AL;
Chicago, IL; Kansas City, MO;
Philadelphia, PA; and San Francisco,
CA.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Beneficiaries of Title II of the
Social Security Act.

(2) Beneficiaries of Title XVI of the
Social Security Act.

(3) Beneficiaries of the Civil Service
Retirement System.

(4) Beneficiaries of the Railroad
Retirement System.

(5) Beneficiaries of the Department of
Veterans Affairs.

(6) Holders of Series H and HH Bonds
(interest payment).

CATEGORIES OF RECORDS IN THE SYSTEM:
Payment issue records for regular

recurring benefit payments showing
name, check number and symbol, or
other identification, address, account
number, payment amount, and date of
issuance for each of the categories of
individuals listed above.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; Executive Order 6166,

dated June 10, 1933.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose to
banking industry for payment
verification; (2) disclose to Federal
investigative agencies, Departments and
agencies for whom payments are made,
and payees; (3) disclose pertinent
information to appropriate Federal,
State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (4) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (5) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or

settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (6) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (7) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (8) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (9) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (10) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation; (11)
disclose information concerning
delinquent debtors to Federal creditor
agencies, their employees, or their
agents for the purpose of facilitating or
conducting Federal administrative
offset, Federal tax refund offset, Federal
salary offset, or for any other authorized
debt collection purpose; (12) disclose
information to any State, Territory or
Commonwealth of the United States, or
the District of Columbia to assist in the
collection of State, Commonwealth,
Territory or District of Columbia claims
pursuant to a reciprocal agreement
between FMS and the State,
Commonwealth, Territory or the District
of Columbia; and (13) disclose to the
Defense Manpower Data Center and the
United States Postal Service and other
Federal agencies through authorized
computer matching programs for the
purpose of identifying and locating
individuals who are delinquent in their
repayment of debts owed to the
Department or other Federal agencies in
order to collect those debts through
salary offset and administrative offset,
or by the use of other debt collection
tools.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Microfilm-magnetic tape for

categories of individuals 1 through 6.

RETRIEVABILITY:
By account number.

SAFEGUARDS:
Computer password system, card-key

entry system, limited to authorized
personnel.

RETENTION AND DISPOSAL:
Indefinitely.
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SYSTEM MANAGER(S) AND ADDRESS:
Chief, Disbursing Officer, Financial

Management Service, 401 14th Street,
SW, Washington, DC 20227.

NOTIFICATION PROCEDURE:
Inquiries under the Privacy Act of

1974 shall be addressed to the
Disclosure Officer, Financial
Management Service, 401 14th Street,
SW, Washington, DC 20227. All
individuals making inquiries should
provide with their request as much
descriptive matter as is possible to
identify the particular record desired.
The Systems Manager will advise as to
whether the Service maintains the
record requested by the individual.

RECORD ACCESS PROCEDURES:
Individuals requesting information

under the Privacy Act of 1974
concerning procedures for gaining
access or contesting records should
write to the Disclosure Officer at the
address shown above. All individuals
are urged to examine the rules of the
U.S. Department of the Treasury
published in 31 CFR, part 1, subpart C
concerning requirements of this
Department with respect to the Privacy
Act of 1974.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
Voucher certifications by Departments

and agencies for whom payments are
made.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/FMS .003

SYSTEM NAME:
Claims and Inquiry Records on

Treasury Checks, and International
Claimants—Treasury/Financial
Management Service.

SYSTEM LOCATION:
Financial Management Service, U.S.

Department of the Treasury, Prince
George Metro Center II, 3700 East-West
Highway, Room 727D, Hyattsville, MD
20782.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Payees and holders of Treasury
checks, (2) Claimants awarded benefits
under the War Claims Act and the
International Claims Settlement Act of
1949.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) Treasury check claim file:

Treasury check, claim of payee with

name and address, settlement action
taken. (2) Awards for claims for losses
sustained by individuals.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; (1) For Treasury check

claims—31 U.S.C. 71 with delegation of
authority from Comptroller General of
the United States; (2) International
claims—50 U.S.C. 2012; 22 U.S.C. 1627,
1641, 1642.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES.

(1) Information is routinely disclosed
to endorsers concerning checks for
which there is liability, Federal
agencies, State and local law
enforcement agencies, General
Accounting Office, Congressional offices
and media assistance offices on behalf
of payee claimants. (2) International
Claims—Information in files is used by
claimants (awardees) and their
representatives, Foreign Claims
Settlement Commission, and
Congressmen. These records and
information in the records may be used
to: (1) Disclose pertinent information to
appropriate Federal, State, local or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing, a statute, rule,
regulation, order, or license, where the
disclosing agency becomes aware of an
indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (5) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal

proceedings; (7) to provide information
to unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114, and (8) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
(1) Claim file folders, card/paper

checks, microfilm, and magnetic media.
(2) Correspondence files. (3) Claim file
folders.

RETRIEVABILITY:
(1) Name of payee and check number

and symbol. (2) Alpha cross-reference to
case number. (3) Name of claimant or
alpha reference to claim number.

SAFEGUARDS:
(1) Secured building. (2) Secured files

in secured building.

RETENTION AND DISPOSAL:
(1) Claim files and checks, six years

seven months; Microfilm, indefinitely.
(2) Correspondence files—seven years.
(3) Claim file folders—indefinitely.

SYSTEM MANAGER(S) AND ADDRESS:
Category 1: Director, Financial

Processing Division, Prince George
Metro Center II, 3700 East-West
Highway, Room 727D, Hyattsville, MD
20782. Category 2: Director, Funds
Management Division, Prince George
Metro Center II, 3700 East-West
Highway, Room 620D, Hyattsville, MD
20782.

NOTIFICATION PROCEDURE:
Inquiries under the Privacy Act of

1974 shall be addressed to the
Disclosure Officer, Financial
Management Service, 401 14th St., SW,
Washington, DC 20227. All individuals
making inquiries should provide with
their request as much descriptive matter
as is possible to identify the particular
record desired. The Systems Manager
will advise as to whether the Service
maintains the record requested by the
individual.

RECORD ACCESS PROCEDURES:
Individuals requesting information

under the Privacy Act of 1974
concerning procedures for gaining
access or contesting records should
write to: Disclosure Officer, Financial
Management Service, U.S. Department
of the Treasury, 401 14th Street, SW.,
Washington, DC 20227. All individuals
are urged to examine the rules of the
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U.S. Department of the Treasury
published in 31 CFR part 1, subpart C
concerning requirements of this
Department with respect to the Privacy
Act of 1974.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
(1) Individual payees of Treasury

checks, endorsers of Treasury checks,
investigative agencies, contesting
claimants. (2) Awards certified to
Treasury for payment by Foreign Claims
Settlement Commission.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/FMS .005

SYSTEM NAME:
FMS Personnel Records—Treasury/

Financial Management Service.

SYSTEM LOCATION:
Financial Management Service, U.S.

Department of the Treasury, 401 14th
St., SW, Washington, DC 20227;
Financial Management Service, U.S.
Department of the Treasury, Prince
George Metro Center II, 3700 East-West
Highway, Hyattsville, MD 20782.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All Employees of Service (Separated
employees—in certain cases) and
applicants.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) Locator Cards. (2) Incentive

Awards Record. (3) Official Personnel
Folder. (4) Personnel Roster. (5) Logs of
SF–52’s, (6) Correspondence File. (7)
Position Listings. (8) Position
Descriptions with Evaluation
Statements. (9) Personnel Management
Evaluation Survey Reports. (10) Request
for Certification File. (11) Merit
Promotion File. (12) Exit Interview File.
(13) Performance File. (14) Statistical
Reports—retrievable by names: (a)
Personnel Status Report, (b) Ad Hoc
Retiree Report, (c) Monthly EEO report,
(d) Direct Hire Authority Report, (e)
Registers Worked File, (f) Statements of
Employment and Financial Interest, and
(g) Other similar files or registers. (15)
Training Course Nominations. (16)
Evaluation of Training Program. (17)
Tuition Assistance Files. (18) Senior
Executive Service Development File.
(19) Management Development File.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Executive Order 10561, dated

September 13, 1954, Federal Personnel
Manual, and Title 5 of U.S.C. Code.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (5) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (7) To provide information
to unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114, and (8) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
Hard copy and magnetic storage.

RETRIEVABILITY:
Alphabetically by name; also in some

instances by organization, then Social
Security number.

SAFEGUARDS:
Secured building, secured room, and

locked cabinets. Non-FMS access is
limited to investigators from OPM, etc.,

members of Fair Employment staff and
Union officials.

RETENTION AND DISPOSAL:
Records are maintained and disposed

of in accordance with General Records
Schedules issued by the National
Archives and Records Administration.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Personnel Management

Division, Financial Management
Service, U.S. Department of the
Treasury, Prince George Metro Center II,
3700 East-West Highway, Room 115–F,
Hyattsville, MD 20782.

NOTIFICATION PROCEDURE:
Inquiries under the Privacy Act of

1974 shall be addressed to the
Disclosure Officer, Financial
Management Service, 401 14th St., SW,
Washington, DC 20227. All individuals
making inquiries should provide with
their request as much descriptive matter
as is possible to identify the particular
record desired. The Systems Manager
will advise as to whether the Service
maintains the record requested by the
individual.

RECORD ACCESS PROCEDURES:
Individuals requesting information

under the Privacy Act of 1974
concerning procedures for gaining
access or contesting records should
write to the Disclosure Officer at the
address shown above. All individuals
are urged to examine the rules of the
U.S. Department of the Treasury
published in 31 CFR part 1, subpart C
concerning requirements of this
Department with respect to the Privacy
Act of 1974.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
Applicant Personnel Action Forms

(SF–50), SF–171 (Completed by
applicant), Payroll Actions References,
Educational Institutions, etc.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/FMS .007

SYSTEM NAME:
Payroll and Pay Administration—

Treasury/Financial Management
Service.

SYSTEM LOCATION:
Financial Management Service, U.S.

Department of the Treasury, Prince
George Metro Center II, 3700 East-West
Highway, Room 133 and 101A,
Hyattsville, MD 20782; and Room 120,
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Liberty Center Building, Washington,
DC 20227.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All Employees of the Service and
Separated Employees.

CATEGORIES OF RECORDS IN THE SYSTEM:

(1) Official Payroll Folder (a) Levy
and Garnishment Records. (b) SF–
1192—Savings Bond Authorization. (c)
SF–1199A—Allotment of Pay to Saving
Account. (d) Copies of SF–50—
Notification of Personnel Action. (e)
Withholding Tax Exemptions. (f) Copy
of Health Benefit Designation. (g) Copy
of Life Insurance Forms. (h) Payroll
Change Slips. (I) Combined Federal
Campaign Designations. (j) Copy of SF–
1150. (2) Time and Attendance Reports
(a) SF–71 Request for Leave. (b) Court
Leave Documents. (c) Request for
Advancement of Leave. (3) Payroll
Comprehensive Listing (a) Current
Payment Information. (b) Record of
Leave Earned and Used. (c) All
Deductions from Pay. (d) Personnel
Information such as Grade, Step, Salary,
Title, Date of Birth, Social Security
Number, Veterans Preference, Tenure,
etc. (4) Payroll Control Registers.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

Title 5—Pay, Leave and Allowances.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure permitted to Federal
Agencies and to State and Local
Agencies for tax purposes.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

Hard copy, microfiche, and magnetic
media.

RETRIEVABILITY:

By Social Security number.

SAFEGUARDS:

Secured building, secured room and
locked cabinets.

RETENTION AND DISPOSAL:

Records are stored, maintained and
disposed of in accordance with General
Records Schedules issued by the
National Archives and Records
Administration.

SYSTEM MANAGER(S) AND ADDRESS:

Director, Personnel Management
Division, Financial Management
Service, Prince George Metro Center II,
3700 East-West Highway, Room 115–F,
Hyattsville, MD 20782.

NOTIFICATION PROCEDURE:
Inquiries under the Privacy Act of

1974 shall be addressed to the
Disclosure Officer, 401 14th St., SW,
Washington, DC 20227. All individuals
making inquiries should provide with
their request as much descriptive matter
as is possible to identify the particular
record desired. The Systems Manager
will advise as to whether the Service
maintains the record requested by the
individual.

RECORD ACCESS PROCEDURES:
Individuals requesting information

under the Privacy Act of 1974
concerning procedures for gaining
access or contesting records should
write to the Disclosure Officer at the
address shown above. All individuals
are urged to examine the rules of the
U.S. Department of the Treasury
published in 31 CFR part 1, subpart C
concerning requirements of this
Department with respect to the Privacy
Act of 1974.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
From individual Service employees.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/FMS .008

SYSTEM NAME:
Personnel Security Records—

Treasury/Financial Management
Service.

SYSTEM LOCATION:
Financial Management Service, U.S.

Department of the Treasury, Prince
George Metro Center II, 3700 East-West
Highway, Room 158–B, Hyattsville, MD
20782.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Financial Management Service
Employees, contractor employees, and
applicants for position in the Service.

CATEGORIES OF RECORDS IN THE SYSTEM:
Results of investigations, national

agency checks and written inquiries,
and other limited investigations.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Title 5, U.S.C., Chapter 73, Executive

Order 10450, as amended, and Treasury
Order 102–3.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

The records are reviewed for the
purpose of determining the suitability of

Service employees, contractor
employees, and applicants and granting
security clearances for employees in
sensitive positions. Users: Federal
Agencies, Federal, State and Local Law
Enforcement Agencies; and credit
bureaus. These records and information
in the records may be used to: (1)
Disclose pertinent information to
appropriate Federal, State, local or
foreign agencies responsible for
investigating or prosecuting the
violations of, or for enforcing or
implementing, a statute, rule,
regulation, order, or license, where the
disclosing agency becomes aware of an
indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (3) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (4) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (5) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (6) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (7) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114, and (8) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

File folders and computers.

RETRIEVABILITY:

Filed alphabetically by name and
Social Security Number.
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SAFEGUARDS:

Stored in a safe cabinet secured with
a combination lock and/or magnetic
media. Access to the records is
restricted to key personnel who have
been granted clearances to occupy
critical-sensitive positions.

RETENTION AND DISPOSAL:

The records on employees are
retained by the Service during their
employment. The records on applicants
not selected and separated employees
are destroyed, sent to the Federal
Records Center, or returned to the
investigating agency.

SYSTEM MANAGER(S) AND ADDRESS:

Security Officer, Financial
Management Service, Prince George
Metro Center II, 3700 East-West
Highway, Room 158–B, Hyattsville, MD
20782.

NOTIFICATION PROCEDURE:

Inquiries under the Privacy Act of
1974 shall be addressed to the
Disclosure Officer, 401 14th Street, SW,
Washington, DC 20227. All individuals
making inquiries should provide with
their request as much descriptive matter
as is possible to identify the particular
record desired. The Systems Manager
will advise as to whether the Service
maintains the record.

RECORD ACCESS PROCEDURES:

Individuals requesting information
under the Privacy Act of 1974
concerning procedures for gaining
access or contesting records should
write to the Disclosure Officer. All
individuals are urged to examine the
rules of the U.S. Department of the
Treasury published in 31 CFR Part 1,
subpart C concerning requirements of
this Department with respect to the
Privacy Act of 1974.

CONTESTING RECORD PROCEDURES:

See ‘‘Records access procedures’’
above.

RECORD SOURCE CATEGORIES:

Sources are applicants, employers,
former employers, contractor employers,
references, fellow workers, neighbors,
educational authorities, military
records, police and criminal records,
credit records and others as required.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/FMS .010

SYSTEM NAME:

Records of Accountable Officers’
authority with Treasury—Treasury/
Financial Management Service.

SYSTEM LOCATION:
Financial Management Service, U.S.

Department of the Treasury, Liberty
Center Building, 401 14th Street, SW,
Washington, DC 20227.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Regional Directors. (2) Certifying
Officers. (3) Designated Agents.

CATEGORIES OF RECORDS IN THE SYSTEM:
Records are maintained on the above

listed accountable officers showing the
designation or removal of the officer to
act in the specified capacity pursuant to
a proper authorization.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; Executive Order 6166,

dated June 10, 1933.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be used to: (1) Disclose to
Banking institutions, Federal Reserve
Banks, and Government agencies for
verification of information on authority
of accountable officers to determine
propriety of actions taken by such
individuals; (2) disclose pertinent
information to appropriate Federal,
State, local or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (3) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (4) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (5) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (6) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (7) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2

which relate to an agency’s functions
relating to civil and criminal
proceedings; (8) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; and (9) provide
information to third parties during the
course of an investigation to the extent
necessary to obtain information
pertinent to the investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:

Card files; paper files.

RETRIEVABILITY:

By name.

SAFEGUARDS:

Regional Directors’ files are locked.

RETENTION AND DISPOSAL:

Hard-copy records are maintained and
disposed of in accordance with General
Records Schedules issued by the
National Archives and Records
Administration.

SYSTEM MANAGER(S) AND ADDRESS:

Chief, Disbursing Officer, Financial
Management Service, U.S. Department
of the Treasury, 401 14th Street, SW,
Room 343, Washington, DC 20227.
Director, Austin Regional Financial

Center, Financial Management
Service, Department of the Treasury,
1619 E. Woodward Street, Austin, TX
78741

Director, Birmingham Regional
Financial Center, Financial
Management Service, Department of
the Treasury, 190 Vulcan Road,
Birmingham, AL 35109

Director, Chicago Regional Financial
Center, Financial Management
Service, Federal Office Building, 536
S. Clark Street, Chicago, IL 60605

Director, Kansas City Regional Financial
Center, Financial Management
Service, Department of the Treasury,
2100 W. 36th Avenue, Kansas City,
KS 66103

Director, Philadelphia Regional
Financial Center, Financial
Management Service, 1300 Townsend
Road, Philadelphia, PA 19154

Director, San Francisco Regional
Financial Center, 390 Main Street,
San Francisco, CA 94104.

NOTIFICATION PROCEDURE:

Inquiries under the Privacy Act of
1974 shall be addressed to the
Disclosure Officer, Financial
Management Service, 401 14th St., SW,
Washington, DC 20227. All individuals
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making inquiries should provide with
their request as much descriptive matter
as is possible to identify the particular
record desired. The Systems Manager
will advise as to whether the Service
maintains the record requested by the
individual.

RECORD ACCESS PROCEDURES:

Individuals requesting information
under the Privacy Act of 1974
concerning procedures for gaining
access or contesting records should
write to the Disclosure Officer. All
individuals are urged to examine the
rules of the U.S. Department of the
Treasury published in 31 CFR part 1,
subpart C concerning requirements of
this Department with respect to the
Privacy Act of 1974.

CONTESTING RECORD PROCEDURES:

See ‘‘Record access procedures’’
above.

RECORD SOURCE CATEGORIES:

Government Departments and
Agencies requiring services of Treasury
Department for issuance and payment of
Treasury checks.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/FMS .012

SYSTEM NAME:

Pre-complaint Counseling and
Complaint Activities—Treasury/
Financial Management Service.

SYSTEM LOCATION:

Financial Management Service, U.S.
Treasury Department, Prince George
Metro Center II, 3700 East-West
Highway, Room 132, Hyattsville, MD
20782.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Employees seeking services of EEO
Counselors.

CATEGORIES OF RECORDS IN THE SYSTEM:

Monthly pre-complaint activity
reports from seven Financial Centers
and Headquarters.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 7154; 42 U.S.C. 200e–16;
Executive Order 11478; and 5 CFR part
713.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Used to keep records on EEO
Counseling activities for annual
submission to Treasury.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, DISPOSING
OF RECORDS IN THE SYSTEM:

STORAGE:
File cabinet.

RETRIEVABILITY:
Filed by station and date of receipt.

SAFEGUARDS:
Staff supervision is maintained during

the day. Records are kept locked in the
files.

RETENTION AND DISPOSAL:
Reports destroyed at the end of four

years.

SYSTEM MANAGER(S) AND ADDRESS:
EEO Officer, Financial Management

Service, Prince George Metro Center II,
3700 East-West Highway, Room 132,
Hyattsville, MD 20782.

NOTIFICATION PROCEDURE:
Inquiries under the Privacy Act of

1974 shall be addressed to the
Disclosure Officer, 401 14th Street, SW.,
Washington, DC 20227. All individuals
making inquiries should provide with
their request as much descriptive matter
as is possible to identify the particular
record desired. The Systems Manager
will advise as to whether the Service
maintains the record requested by the
individual.

RECORD ACCESS PROCEDURES:
Individuals requesting information

under the Privacy Act of 1974
concerning procedures for gaining
access or contesting records should
write to the Disclosure Officer. All
individuals are urged to examine the
rules of the U.S. Department of the
Treasury published in 31 CFR part 1,
subpart C concerning requirements of
this Department with respect to the
Privacy Act of 1974.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
Monthly submissions by Financial

Centers and Headquarters.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/FMS .013

SYSTEM NAME:
Gifts to the United States—Treasury/

Financial Management Service.

SYSTEM LOCATION:
Financial Management Service, U.S.

Department of the Treasury, Prince
George Metro Center II, 3700 East-West
Highway, Hyattsville, MD 20782.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Donors of intervivos and testamentary
gifts to the United States.

CATEGORIES OF RECORDS IN THE SYSTEM:
Correspondence, copies of wills and

court proceedings, and other material
related to gifts to the United States.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
31 U.S.C. 3113.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosures are not made outside of
the Department.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Filing cabinets.

RETRIEVABILITY:
Name of donor.

SAFEGUARDS:
Access is limited to persons on

official business.

RETENTION AND DISPOSAL:
Records are maintained for 10 years.

SYSTEM MANAGER(S) AND ADDRESS:
Financial Information Management,

Directorate, Financial Management
Service, Prince George Metro Center II,
3700 East-West Highway, Hyattsville,
MD 20782.

NOTIFICATION PROCEDURE:
Individuals wishing to be notified if

they are named in this system of
records, or gain access to records
maintained in this system must submit
a written request containing the
following elements: (1) Identify the
record system; (2) identify the category
and type of records sought; and (3)
provide at least two items of secondary
identification (date of birth, employee
identification number, dates of
employment or similar information).
Address inquiries to Disclosure Officer
(See ‘‘Record access procedures’’
below).

RECORD ACCESS PROCEDURES:
Disclosure Officer, Financial

Management Service, U.S. Department
of the Treasury, Liberty Center Building,
401 14th Street, SW., Washington, DC
20227.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
Individuals, executors, administrators

and other involved persons.
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EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/FMS .014

SYSTEM NAME:
Debt Collection Operations System—

Treasury/Financial Management
Service.

SYSTEM LOCATION:
The Debt Management Services Staff,

Financial Management Service, U.S.
Department of the Treasury, 401 14th
Street, SW., Washington, DC 20227.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Records are maintained on
individuals and entities that are
financially indebted to the U.S.
Government through one or more of its
departments and agencies and are the
result of participation in a Federal direct
or guaranteed loan program, the
assessment of a fine, fee, or penalty, an
overpayment or advance, or other
extensions of credit such as would
result from sales of goods or services.
Records are also maintained on
individuals who are indebted to States,
Territories and Commonwealths of the
United States, and the District of
Columbia, including records on
individuals who owe past due support
which is being enforced by a State,
Territory, Commonwealth or the District
of Columbia.

CATEGORIES OF RECORDS IN THE SYSTEM:
Information varies, depending on the

individual debtor, the type of
indebtedness and the governmental
entity to which monies are owed. The
system of records contains information
pertaining to: (1) Individuals and
commercial organizations, such as
name, Taxpayer Identification Number
(i.e., social security number, or
employer identification number), work
and home address, and work and home
phone numbers; (2) the indebtedness,
such as the original amount of the debt,
the date the debt originated, the amount
of the delinquency/default, the date of
delinquency/default, basis of the debt,
amounts accrued for interest, penalties,
and administrative costs, and payments
on the account; (3) actions taken to
enforce recovery of the debt, such as
copies of demand letters/invoices, and
documents required for the referral of
accounts to collection agencies, or for
litigation; and (4) referring or
governmental entity, such as name,
phone number, and address of the
agency contact.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Federal Claims Collection Act of 1966

(Pub. L. 89–508), as amended by the

Debt Collection Act of 1982 (Pub. L. 97–
365. as amended), and the Deficit
Reduction Act of 1984 (Pub. L. 98–369,
as amended); the Debt Collection
Improvement Act of 1996 (Pub. L. 104–
134, Section 31001); 31 U.S.C. 37,
Subchapter I (General) and Subchapter
II (Claims of the U.S. Government).

PURPOSE(S):
The purpose of this system is to

maintain records of individuals and
entities that are: (1) Indebted to the
Financial Management Service (FMS);
(2) indebted to the various Federal
Government departments and agencies
and whose accounts are being serviced
or collected by FMS; and (3) indebted to
States, Territories and Commonwealths
of the United States, and the District of
Columbia (including past due child
support debts being enforced by the
States, Territories, Commonwealths or
the District of Columbia). The records
ensure that: Appropriate collection
action on debtors’ accounts is taken and
properly tracked, monies collected and
credited, and accounts are returned to
the appropriate client at the time the
account is collected or closed.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in
these records may be used to disclose
information to: (1) Appropriate Federal,
state, local or foreign agencies
responsible for investigating or
implementing, a statute, rule,
regulation, order, or license; (2) a court,
magistrate, or administrative tribunal in
the course of presenting evidence,
including disclosures to opposing
counsel or witnesses in the course of
civil discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (3) a congressional office
in response to an inquiry made at the
request of the individual or entity to
whom the record pertains; (4) the
Internal Revenue Service for the
purpose of: Effecting and administrative
offset against the debtor’s tax refund to
recover a delinquent debt owed to the
U.S. Government by the debtor; or,
obtaining the mailing address of a
taxpayer/debtor in order to locate the
taxpayer/debtor in accordance with 31
U.S.C. 3711, 3717, and 3718 and 26
U.S.C. 6103(m)(2); (5) the Department of
Justice for the purpose of litigation to
enforce collection of a delinquent debt
or to obtain the Department of Justice’s
concurrence in a decision to
compromise, suspend, or terminate
collection action on a debt with a
principle amount in excess of $100,000

or such higher amount as the Attorney
General may, from time to time,
prescribe in accordance with 31 U.S.C.
3711(a); (6) the Department of Defense
or the U.S. Postal Service or other
Federal agency for the purpose of
conducting an authorized computer
matching program in compliance with
the Privacy Act of 1974, as amended, so
as to identify and locate individuals
receiving Federal payments (including,
but not limited to, salaries, wages, and
benefits) for the purpose of requesting
voluntary repayment or implementing
Federal employee salary offset or
administrative offset procedures; (7) the
Department of Defense or U.S. Postal
Service or other Federal agency for the
purpose of effecting an administrative
offset against Federal payments certified
to be paid to the debtor to recover a
delinquent debt owed by the debtor; (8)
any creditor Federal agency seeking
assistance for the purpose of seeking
voluntary repayment of a debt or
implementing Federal employee salary
offset or administrative offset in the
collection of unpaid financial
obligations; (9) Any Federal, State, or
local agency, or to the public for the
purpose of collecting on a delinquent
debt through the use of debt collection
tools authorized under the Debt
Collection Improvement Act of 1996
such as referring the debt to debt
collection centers, administrative wage
garnishment, public dissemination of
debtor information, or selling the debt;
or any other legitimate debt collection
purpose; (10) Any Federal, State or local
agency for the purpose of accounting on
or reporting the status of debts for
which the Federal, State or local agency
has a financial or other legitimate need
for the information in the performance
of official duties; (11) Any Federal
agency or its agents for the purpose of
denying Federal financial assistance in
the form of a loan or loan guaranty to
an individual delinquent on a Federal
claim, or delinquent on a child support
claim referred to FMS for administrative
offset; and (12) Any State, Territory or
Commonwealth of the United States, or
the District of Columbia to collect a
claim owed to the Federal Government
or to assist in the collection of a State,
Commonwealth, Territory or District of
Columbia claim pursuant to a reciprocal
agreement between FMS and the State,
Territory, Commonwealth or the District
of Columbia.

DISCLOSURE TO CONSUMER REPORTING
AGENCIES:

Debt information concerning a
government claim against a debtor is
also furnished in accordance with 5
U.S.C. 552a(b)(12) and section 3 of the
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Debt Collection Act of 1982, as amended
(Pub. L. 97–365), to consumer reporting
agencies, as defined by the Fair Credit
Reporting Act, 5 U.S.C. 1681(f), to
encourage repayment of an overdue
debt.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Records are maintained on magnetic
disc, tape, and hard copy.

RETRIEVABILITY:

Records are retrieved by name or
taxpayer identification number (i.e.,
social security number or employer
identification number).

SAFEGUARDS:

All officials access the system of
records will do so on a need-to-know
basis only, as authorized by the system
manager. Procedural and physical
safeguards are utilized, such as
accountability, receipt records, and
specialized communications security.
This data system has an internal
mechanism to restrict access to
authorized officials. Hard-copy records
are held in steel cabinets, with access
limited by visual controls and/or lock
system. During normal working hours,
files are attended by responsible
officials; files are locked up during non-
working hours. The building is patrolled
by uniformed security guards.

RETENTION AND DISPOSAL:

Hard-copy records are returned to the
agency which had contracted for service
or collection with FMS at the time an
individual account is resolved through
collection, compromise, or write-off/
close out or at the agency’s request.
Summary information, such as results of
collection action undertaken, for the
purpose of producing management
reports is retained for a period of five (5)
years.

SYSTEM MANAGER(S) AND ADDRESS:

System Manager, Debt Collection
Operations Staff, Financial Management
Service, 401 14th Street, SW,
Washington, DC 20227.

NOTIFICATION PROCEDURE:

Inquiries under the Privacy Act of
1974 shall be addressed to the
Disclosure Officer, Financial
Management Service, 401 14th Street,
SW, Washington, DC 20227. All
individuals making inquiries should
provide with their request as much
descriptive matter as is possible to
identify the particular record desired.
The system manager will advise as to

whether FMS maintains the records
requested by the individual.

RECORD ACCESS PROCEDURES:
Individuals requesting information

under the Privacy Act of 1974
concerning procedures for gaining
access or contesting records should
write to the Disclosure Officer. All
individuals are urged to examine the
rules of the U.S. Department of the
Treasury published in 31 CFR part,
subpart C, appendix G, concerning
requirements of this Department with
respect to the Privacy Act of 1974.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
Information from this system is

obtained from the individual or entity,
creditor agencies, Federal employing
agency, collection agencies, credit
bureaus, and Federal, state or local
agencies furnishing identifying
information and/or address of debtor
information.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/FMS .016

SYSTEM NAME:
Payment Records for Other Than

Regular Recurring Benefit Payments—
Treasury/Financial Management
Service.

SYSTEM LOCATION:
The Financial Management Service,

U.S. Department of the Treasury,
Washington, DC 20227. Records
maintained at Financial Centers in six
regions: Austin, TX; Birmingham, AL;
Chicago, IL; Kansas City, Mo;
Philadelphia, PA; and San Francisco,
CA.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Persons who are the intended
recipients or recipients of payments
from the United States Government, and
for whom vouchers have been certified
for payment by departments or agencies
and sent to FMS for disbursement.

CATEGORIES OF RECORDS IN THE SYSTEM:
Payment records showing name,

social security or employer
identification number or other agency
identification number, address, payment
amount, date of issuance, check number
and symbol or other payment
identification number, routing number
of the payee’s financial institution and
the payee’s account number at the
financial institution, vendor contract

and/or purchase order, and the name
and location number of the certifying
department or agency.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; Executive Order 6166,
dated June 10, 1933.

PURPOSE(S):

To facilitate disbursement of Federal
monies to individuals by check or
electronically, authorized under various
programs of the Federal Government.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in
these records may be used to: (1)
Disclose to the banking industry for
payment verification; (2) disclose to
Federal agencies, departments and
agencies for whom payments are made,
and payees; (3) disclose pertinent
information to appropriate Federal,
State, local or foreign agencies
responsible for investigating or
prosecuting violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (4) disclose information to a
Federal, State, or local agency,
maintaining civil, criminal or other
relevant enforcement information or
other pertinent information, which has
requested information relevant to or
necessary to the requesting agency’s or
the bureau’s hiring or retention of an
individual, or issuance of a security
clearance, license, contract, grant, or
other benefit; (5) disclose information to
a court, magistrate, or administrative
tribunal in the course of presenting
evidence, including disclosures to
opposing counsel or witnesses in the
course of civil discovery, litigation, or
settlement negotiations, in response to a
subpoena, or in connection with
criminal law proceedings; (6) disclose
information to foreign governments in
accordance with formal or informal
international agreements; (7) provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (8) provide information
to the news media in accordance with
guidelines contained in 28 CFR 50.2
which relate to an agency’s functions
relating to civil and criminal
proceedings; (9) provide information to
unions recognized as exclusive
bargaining representatives under the
Civil Service Reform Act of 1978, 5
U.S.C. 7111 and 7114; (10) provide
information to third parties during the



69842 Federal Register / Vol. 63, No. 242 / Thursday, December 17, 1998 / Notices

course of an investigation to the extent
necessary to obtain information
pertinent to the investigation; (11)
disclose information concerning
delinquent debtors to Federal creditor
agencies, their employees, or their
agents for the purpose of facilitating or
conducting Federal administrative
offset, Federal tax refund offset, Federal
salary offset, or for any other authorized
debt collection purpose; (12) Disclose
information to any State, Territory or
Commonwealth of the United States, or
the District of Columbia to assist in the
collection of State, Commonwealth,
Territory or District of Columbia claims
pursuant to a reciprocal agreement
between FMS and the State, Territory,
Commonwealth or the District of
Columbia; and (13) disclose to the
Defense Manpower Data Center and the
United States Postal Service and other
Federal agencies through authorized
computer matching programs for the
purpose of identifying and locating
individuals who are delinquent in their
repayment of debts owed to the
Department or other Federal agencies in
order to collect those debts through
salary offset and administrative offset,
or by the use of other debt collection
tools.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Storage is on magnetic media and

hard copy.

RETRIEVABILITY:
Records are retrieved by name,

employer identification number (EIN)
and social security number.

SAFEGUARDS:
These records are available only to

those persons whose official duties
require such access. Records are kept in
limited access areas during duty hours
and in locked cabinets at all other times.
Records are password protected and are
maintained in a building subject to 24–
hour security.

RETENTION AND DISPOSAL:
Records are retained for three years.

Records are disposed of in accordance
with Treasury Directive 25–02, Records
Disposition Management Program.

SYSTEM MANAGER(S) AND ADDRESS:
Chief Disbursing Officer, Financial

Management Service, 401 14th Street,
SW, Washington, DC 20227.

NOTIFICATION PROCEDURE:
Inquiries under the Privacy Act of

1974 shall be sent to the Disclosure
Officer at 401 14th Street, SW,

Washington, DC 20227. All individuals
making inquiries should provide with
their request as much descriptive matter
as is possible to identify the particular
record desired. The System Manager
will advise as to whether the Service
maintains the record requested by the
individual.

RECORD ACCESS PROCEDURES:

Individuals requesting information
under the Privacy Act of 1974
concerning procedures for gaining
access or contesting records should
write to the Disclosure Officer at the
address shown above. All individuals
are urged to examine the rules of the
U.S. Department of the Treasury
published in 31 CFR part 1, subpart C
concerning requirements of this
department with respect to the Privacy
Act of 1974.

CONTESTING RECORD PROCEDURES:

See Record Access Procedures above.

RECORD SOURCE CATEGORIES:

Information is obtained from
vouchers, payment tapes and electronic
data transmissions via the Electronic
Certification System by departments
and agencies for whom payments are
made.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.
BILLING CODE: 4830–01–P

Internal Revenue Service

TREASURY/IRS 00.001

SYSTEM NAME:

Correspondence Files and
Correspondence Control Files—
Treasury/IRS.

SYSTEM LOCATION:

Various offices of the Internal
Revenue Service maintain files of
correspondence received, including the
Eastern Distribution Center, 4300
Carolina Avenue, Richmond, VA 23222;
the Central Area Distribution Center,
2402 East Empire, Bloomington, IL
61799; the Western Area Distribution
Center, 3041 Sunrise Boulevard, Rancho
Cordova, CA 95742; and the Tennessee
Computing Center, PO Box 30309,
Airport Mail Facility, Stop 76,
Memphis, TN 38130. (See IRS appendix
A for addresses of other offices).

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Initiators of the correspondence.
(2) Persons upon whose behalf the
correspondence was initiated. (3)
Subjects of the correspondence.

CATEGORIES OF RECORDS IN THE SYSTEM:
(1) Correspondence received. (2)

Responses to correspondence. (3)
Associated records. Special Categories
of correspondence may be included in
other systems of records described by
specific notices. Files are maintained in
connection with a variety of
correspondence received and the uses
vary widely in accordance with the
content of the correspondence.
Correspondence may include letters,
telegrams, memoranda of telephone
calls, and other forms of
communication.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801 and

7802.

PURPOSE(S):

Often taxpayers choose to
communicate with the IRS through
correspondence. The ability to access
the information when the need arises is
paramount to our success as an agency.
This system will allow the IRS to
quickly access correspondence received
from the taxpayers and their
representatives and provide a
chronological record of what has
transpired concerning tax matters.

ROUTINE USES OF RECORDS MAINTAINED BY THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

Disclosures of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1) Disclose
information to the Department of Justice
for the purpose of litigating an action or
seeking legal advice. Disclosure may be
made during judicial processes; (2)
Appropriate Federal, State, local, or
foreign agencies responsible for
enforcing or implementing a statute,
rule, regulation, order or license; (3)
disclose information to a Federal, State,
or local agency, or other public
authority maintaining civil, criminal or
other relevant enforcement information
or other pertinent information, which
has requested information relevant to or
necessary to the requesting agency’s
bureau’s or authority’s hiring or
retention of an individual, or issuance
of a security clearance, license, contract,
grant or other benefit; (4) disclose
relevant, non-privileged information to
a court, magistrate, or administrative
tribunal, including the presentation of
evidence, disclosures to opposing
counsel or witnesses in the course of
civil discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (5) provide information to
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foreign governments in accordance with
formal or informal international
agreements; (6) provide information to a
Congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(7) provide information to the news
media, in accordance with guidelines
contained in 28 CFR 50.2, concerning
this agency’s functions relating to civil
and criminal proceedings; (8) provide
information to officials of labor
organizations recognized under 5 U.S.C.
Chapter 71 when relevant and necessary
to their duties of exclusive
representation; (9) provide information
to third parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records, microfiche, and

magnetic media.

RETRIEVABILITY:
Controlled items are generally

retrievable by name, but it depends
upon the controls established locally.

SAFEGUARDS:
Access controls will not be less than

those provided for by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1 (16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with the Records Disposition
Handbooks, IRM 1(15)59.12 through
IRM 1(15)59.32. Generally, disposition
varies in accordance with the nature of
the correspondence file.

SYSTEM MANAGER(S) AND ADDRESS:
Head of the Office maintaining the

file. (See IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records, or seeking to contest its
content, may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the office believed to
have received the correspondence. (See
IRS appendix A for addresses.)

CONTESTING RECORD PROCEDURES:

See ‘‘Record access procedures’’
above.

RECORD SOURCE CATEGORIES:

Information supplied by the initiators
of the correspondence and information
secured internally from other systems of
records.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/IRS 00.002

SYSTEM NAME:

Correspondence Files/Inquiries About
Enforcement Activities—Treasury/IRS.

SYSTEM LOCATION:

National Office, Regional Offices,
District Offices, Internal Revenue
Service Centers, Detroit Computing
Center, Martinsburg Computing Center.
(See IRS appendix A for addresses.)
Other offices of the Internal Revenue
Service maintain files of
correspondence received, including the
Eastern Distribution Center, 4300
Carolina Avenue, Richmond, VA 23222;
the Central Area Distribution Center,
2402 East Empire, Bloomington, IL
61799; the Western Area Distribution
Center, 3041 Sunrise Boulevard, Rancho
Cordova, CA 95742; and the Tennessee
Computing Center, PO Box 30309,
Airport Mail Facility, Stop 76,
Memphis, TN 38130.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

(1) Initiators of correspondence. (2)
Persons upon whose behalf the
correspondence was initiated. (3)
Persons who are subjects of the
correspondence. Includes individuals
for whom tax liabilities exist,
individuals who have made a complaint
or inquiry relative to an Internal
Revenue tax matter, or individuals for
whom a third party is interceding
relative to an Internal Revenue tax
matter.

CATEGORIES OF RECORDS IN THE SYSTEM:

Taxpayer name, address, taxpayer
identification number (if applicable),
information about tax matters (if
applicable), chronological investigative
history. Other information relative to
the conduct of the case and/or the
taxpayer’s compliance history (if
applicable). Correspondence may
include letters, telegrams, memoranda
of telephone calls, and other forms of
communication.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7602, 7801
and 7802.

PURPOSE(S):
Often taxpayers choose to

communicate with the IRS through
correspondence. The ability to access
the information when the need arises is
paramount to our success as an agency.
This system will allow the IRS to
quickly access correspondence received
from the taxpayers and their
representatives and provide a
chronological record of what has
transpired concerning tax matters.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1) Disclose
information to the Department of Justice
for the purpose of litigating an action or
seeking legal advice; (2) disclose
information to appropriate Federal,
state, local, or foreign agencies
responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license; (3)
disclose information to a Federal, state,
or local agency, or other public
authority, maintaining civil, criminal or
other relevant enforcement information
or other pertinent information, which
has requested information relevant to or
necessary to the requesting agency’s
bureau’s or authority’s hiring or
retention of an individual, or issuance
of a security clearance, license, contract,
grant, or other benefit; (4) disclose
relevant, non-privileged information to
a court, magistrate, or administrative
tribunal, including the presentation of
evidence, disclosures to opposing
counsel or witnesses in the course of
civil discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings; (5) provide information to
a Congressional office in response to an
inquiry made at the request of the
individual to whom the record pertains;
(6) provide information to the news
media, in accordance with guidelines
contained in 28 CFR 50.2 concerning
this agency’s functions relating to civil
and criminal proceedings; (7) provide
information to officials of labor
organizations recognized under 5 U.S.C.
Chapter 71 when relevant and necessary
to their duties of exclusive
representation; (8) provide information
to third parties during the course of an
investigation to the extent necessary to
obtain information pertinent to the
investigation; (9) provide information to
other agencies to the extent provided by
law or regulation and as necessary to
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report apparent violation of law to
appropriate law enforcement agencies;
(10) provide information to states, the
District of Columbia, the
Commonwealth of Puerto Rico, or
possessions of the United States, to
assist in the administration of tax laws.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:
Controlled items are generally

retrievable by name, but it depends
upon the controls established locally.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1 (16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with the Records Disposition
Handbooks, IRM 1(15)59.12 through
IRM 1(15)59.32. Generally, disposition
varies in accordance with the nature of
the correspondence file.

SYSTEM MANAGER(S) AND ADDRESS:
Assistant Commissioners, Regional

Commissioners, District Directors,
Internal Revenue Service Center
Directors. (See IRS appendix A for
addresses.)

NOTIFICATION PROCEDURE:
This system is exempt from the

notification provisions of the Privacy
Act.

RECORD ACCESS PROCEDURES:
This system is exempt from the

Access and Contest provisions of the
Privacy Act.

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:

This system of records contains
investigatory material compiled for law
enforcement purposes whose sources
need not be reported.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system has been designated as
exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 00.003

SYSTEM NAME:
Customer Feedback System—

Treasury/IRS 00.003.

SYSTEM LOCATION:
Internal Revenue Service Centers,

National Office, Regional and District
Offices, including National Office Chief
Counsel Offices, Regional Counsel
Offices, and District Counsel Offices, the
Martinsburg Computing Center, the
Detroit Computing Center, and the
Tennessee Computing Center, and Area
Distribution Centers. Area Distribution
Center addresses are as follows: The
Eastern Distribution Center, 4300
Carolina Avenue, Richmond, VA 23222,
the Central Area Distribution Center,
2402 East Empire, Bloomington, IL
61799, and the Western Area
Distribution Center, 3041 Sunrise
Boulevard, Rancho Cordova, CA 95742.
(See IRS appendix A for other
addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

This system consists of records
relating to (1) individuals (customers)
who make complaints and compliments
about Internal Revenue Service
employees; and, (2) Internal Revenue
Service employees who have had
complaints and compliments made
about them.

CATEGORIES OF RECORDS IN THE SYSTEM:
A variety of documents and/or reports

reflecting customer feedback on current
and former IRS employees and the
resolution of that feedback.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Sec. 1211 of Pub. L. 104–168, TBOR

2, Reports on Misconduct of IRS
Employees.

PURPOSE(S):
This system will capture customer

feedback, including complaints and
compliments. The capture of this data
will provide a means to analyze trends
to identify and take corrective action on
systemic problems. The data will not be
used to affect any rights or benefits of
individuals in the records system.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in the
records may be disclosed to the tax
writing Congressional committees. The
purpose is to fulfill the requirements of
the Taxpayer Bill of Rights 2 (TBOR 2).

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper files and magnetic media.

RETRIEVABILITY:
Documents are stored and retrieved

by control numbers and by taxpayer

name, taxpayer identification number or
person to contact. The control number
can be determined by reference to the
entries for the individual to whom they
relate.

SAFEGUARDS:
Access is limited to authorized

personnel who have a direct need to
know. Access controls will not be less
than those provided for by the
Manager’s Security Handbook, IRM
1(16)12 and the Automated Information
System Security Handbook, IRM
(2)(10)00. This includes the use of
passwords and access codes.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Control Schedule 206 for
Service Centers, IRM 1(15)59.26 and
Records Control Schedule 301—General
Records Schedules, IRM 1(15)59.31.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Deputy Commissioner.
Officials maintaining the system—
Directors of Internal Revenue Service
Centers; National, Regional, District
Office, Regional Counsels, District
Counsels, Associate Chief Counsels, and
Area Distribution Center Directors. (See
SYSTEM LOCATION above for addresses.)

NOTIFICATION PROCEDURE:
This system of records may not be

accessed for the purpose of determining
if the system contains a record
pertaining to a particular individual.

RECORD ACCESS PROCEDURES:
This system of records may not be

accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:
See RECORDS ACCESS PROCEDURES

above.

RECORD SOURCE CATEGORIES:
Information originates from IRS

employees and customer feedback.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from 5 U.S.C. 552a(c)(3); (d) (1),
(2), (3) and (4), (e)(1); (e)(4)(G), (H), and
(I); and (f) of the Privacy Act pursuant
to 5 U.S.C. 552a(k)(4).

TREASURY/IRS 10.001

SYSTEM NAME:
Biographical Files, Public Affairs—

Treasury/IRS.

SYSTEM LOCATION:
National Office, Regional Offices,

District Offices, Internal Revenue
Service Centers. (See IRS appendix A
for addresses.)
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CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

IRS employees.

CATEGORIES OF RECORDS IN THE SYSTEM:
Records are biographical data and

photographs of key IRS employees.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

These records and information in
these records may be used to provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains. Information contained
in this system may be included in news
releases issued to the media and the
public.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper files or magnetic media.

RETRIEVABILITY:
By name.

SAFEGUARDS:
Office doors locked at night. Access

controls will not be less than those
provided for by the Manager’s Security
Handbook IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:
Assistant to the Commissioner (Public

Affairs), National Office; Regional,
District, Internal Revenue Service
Centers Public Affairs Officers. (see IRS
appendix A for addresses).

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
RECORD ACCESS PROCEDURES below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records, or seeking to contest its
content, may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Assistant to the
Commissioner (Public Affairs), IRS,
Washington, DC 20224, for National
Office file. See appendix A for

appropriate addresses for regional and
district office or service center files.

CONTESTING RECORD PROCEDURES:

See RECORD ACCESS PROCEDURES
above.

RECORD SOURCE CATEGORIES:

Information is supplied by the IRS
official on an IRS biographical data
form.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/IRS 10.004

SYSTEM NAME:

Subject Files, Public Affairs—
Treasury/IRS.

SYSTEM LOCATION:

National Office, Regional Offices,
District Offices, Internal Revenue
Service Centers. (see IRS appendix A for
addresses).

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

In general, records are maintained on
individuals whose names have been
mentioned in the press in connection
with their relationship with IRS.

CATEGORIES OF RECORDS IN THE SYSTEM:

The records include correspondence,
newspaper clippings, inter-office
memoranda and similar documents.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be provided in
response to inquiries from the media
and the public.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper files or magnetic media.

RETRIEVABILITY:

Alphabetically by subject.

SAFEGUARDS:

Office doors locked at night. Access
controls will not be less than those
provided for by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:
Assistant to the Commissioner (Public

Affairs), National Office; Regional,
District, Internal Revenue Service
Center, Public Affairs Officers (see IRS
appendix A for addresses).

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records, or seeking to contest its
content, may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the system manager in
the office where the records are located.

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:
Records generally are clippings from

newspapers, magazines, and similar
sources, internal documents and
memoranda.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 21.001

SYSTEM NAME:
Tax Administration Resources File,

Office of Tax Administration Advisory
Services—Treasury/IRS.

SYSTEM LOCATION:
Office of the Assistant Commissioner

(International), 950 L’Enfant Plaza, SW,
Fourth Floor, Washington, DC 20024.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Past and potential tax administration
advisors who have served or indicated
an interest in serving on advisory
assignments, and selected officials
engaged in tax administration and
related fields.

CATEGORIES OF RECORDS IN THE SYSTEM:
Applicant roster database, locator

cards and lists with names, addresses,
telephone numbers, and organizational
affiliations of officials engaged in tax
administration; work assignment or
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application folders of past and potential
tax administration advisors, which
contain employment history,
information, medical abstracts, security
clearances, and passport information;
bio-data sketches on IRS employees and
others engaged in tax administration
and related fields.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801 and

7802.

PURPOSE(S):
The purpose is to identify IRS

employees who have expressed an
interest in overseas assignments, and to
further identify historical and current
activities in given countries.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Maintained for use by Office
management officials as a reference in
obtaining and presenting information
related to tax administration, and for
administrative selection and processing
of overseas and domestic assignments.
The records and information in these
records may be used to: (1) Provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains; (2) disclose information
to the Department of Justice for the
purpose of litigating an action or
seeking legal advice. Disclosure may be
made during judicial processes.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:

By individual name.

SAFEGUARDS:
Access limited to authorized office

personnel. File folders kept in locked
file or locked room. Access controls will
not be less than those provided for by
the the Manager’s Security Handbook,
IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.
Generally, records are disposed of when
they are no longer needed for official
use.

SYSTEM MANAGER(S) AND ADDRESS:
Assistant Commissioner

(International), Internal Revenue
Service, 950 L’Enfant Plaza, SW, Fourth
Floor, Washington, DC 20024.

NOTIFICATION PROCEDURE:

Individuals seeking to determine if
this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed to the
Office of the Assistant Commissioner
(International), Internal Revenue
Service, 950 L’Enfant Plaza, SW., Fourth
Floor, Washington, DC 20224.

CONTESTING RECORD PROCEDURES:

See ‘‘Record access procedures’’
above.

RECORD SOURCE CATEGORIES:
From the individual, from the

organization with which he or she is
associated, or from other knowledgeable
experts in the field of Tax
Administration.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 22.003

SYSTEM NAME:

Annual Listing of Undelivered Refund
Checks—Treasury/IRS.

SYSTEM LOCATION:

District Offices and Internal Revenue
Service Centers. (see IRS appendix A for
addresses).

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers whose refund checks have
been returned as undeliverable since the
last Annual Listing of Undelivered
Refund Checks was produced.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer entity information (Name,

Street Address, City, State, Zip Code
and social security number) and records
containing tax module information (Tax
Period, Amount of Credit Balance and
Control Document Locator Number).

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801

and 7802.

PURPOSE(S):

The purpose of this system is to keep
a record of refund checks that have been
returned undeliverable.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Individuals
entitled to undeliverable refund checks
will be notified of such checks by
publication of their names in the news
media.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper documents stored in files or on

magnetic media.

RETRIEVABILITY:
By taxpayer name or taxpayer social

security number (SSN).

SAFEGUARDS:
Access controls will not be less than

those provide for by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Taxpayer Services), Officials
maintaining the system—District
Directors, Internal Revenue Service
Centers Directors. (See IRS appendix A
for addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
district office servicing the areas in
which the individual resided at the time
he or she filed the return which created
the undeliverable refund. (see IRS
appendix A for addresses.)

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Tax returns and other filings made by

the individual and agency entries made
in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 22.011

SYSTEM NAME:
File of Erroneous Refunds—Treasury/

IRS.
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SYSTEM LOCATION:
Internal Revenue Service Centers.

(See IRS appendix A for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers issued erroneous refunds.

CATEGORIES OF RECORDS IN THE SYSTEM:
Case reference name, number, control

number, date of erroneous refunds,
statute expiration date, status of case,
location, correspondence and research
material.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801

and 7802.

PURPOSE(S):
This system maintains records

necessary to resolve erroneous refund
issues.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper document files.

RETRIEVABILITY:
By Social Security Number (SSN) or

Employer Identification Number (EIN).

SAFEGUARDS:
Access controls will not be less than

those provided for by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks
IRM 1(15)59.1 through IRM 1(15) 59.32.
Generally, records are retained for four
years and then destroyed.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Taxpayer Services) Officials
maintaining the system—Internal
Revenue Service Center Directors. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
Internal Revenue Service Center
servicing the areas in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES: 26 U.S.C.
7852(E) PROHIBITS PRIVACY ACT AMENDMENT OF
TAX RECORDS.

RECORD SOURCE CATEGORIES:
Tax returns and other filings made by

the individual and agency entries made
in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 22.026

SYSTEM NAME:
Form 1042S Index by Name of

Recipient—Treasury/IRS.

SYSTEM LOCATION:
Philadelphia Internal Revenue Service

Center, Mid-Atlantic Region, 11601
Roosevelt Boulevard, Philadelphia, PA
19154.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Non-resident aliens and U.S. citizens
living abroad whose taxes are covered
by IR Chapter 3 Withholding.

CATEGORIES OF RECORDS IN THE SYSTEM:
Records include taxpayer’s name,

address, tax data, country of residence
and employer identification number and
name of withholding agent.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801

and 7802.

PURPOSE(S):
This system maintains records

necessary to effectively administer the
back-up withholding laws and
regulations.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Microfilm.

RETRIEVABILITY:
By taxpayer name.

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and by the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15) 59.32.
Generally, records are retained at the
Service Center for 5 years and then at
a Federal Records Center for 25 years.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Taxpayer Services). Official
maintaining the system—Philadelphia
Internal Revenue Service Center
Director. (See IRS appendix A for
addresses.)

NOTIFICATION PROCEDURE:

Individuals seeking to determine if
this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:

Individuals seeking access to any
record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to: Director, Philadelphia
Internal Revenue Service Center, Mid-
Atlantic Region, 11601 Roosevelt
Boulevard, Philadelphia, PA 19154.

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

Tax returns and other filings made by
the individual and agency entries made
in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/IRS 22.027

SYSTEM NAME:

Foreign Information System (FIS)—
Treasury/IRS.

SYSTEM LOCATION:

National Office, Regional Offices,
District Offices, Philadelphia Internal
Revenue Service Center, and its
servicing Federal Records Centers, and
the Detroit Computing Center. (See IRS
appendix A for addresses.)
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CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers who file Form 5471,
Information Return with Respect to a
Foreign Corporation and Form 5472,
Information Return of a Foreign Owned
Corporation.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer entity records (name,

address, identification number), foreign
corporation identification, information
relating to stock, U.S. shareholders,
Earnings and Profits, Balance Sheet, and
other available accounting information
relating to a specific taxable period.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801

and 7802.

PURPOSE(S):
This system maintains records

necessary to effectively administer laws
and regulations relative to foreign
owned corporations.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM

STORAGE:
Magnetic media. (Various tables are

published from this media.)

RETRIEVABILITY:
Documents are stored and retrieved

by document locator numbers.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Control Schedule 206 for
Service Centers, IRM 1(15)59.26.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Taxpayer Services). Officials
maintaining the system—Directors,
Internal Revenue Service Centers. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix

B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:

Individuals seeking access to any
record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
Internal Revenue Service Center
servicing the areas in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

Tax returns and other filings made by
the individual and agency entries made
in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/IRS 22.032

SYSTEM NAME:

Individual Microfilm Retention
Register—Treasury/IRS.

SYSTEM LOCATION:

Internal Revenue Service Centers and
the Martinsburg Computing Center. (See
IRS appendix A for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Categories of individuals on whom
records are maintained are: For
Individual Master File (IMF) registers—
Individuals who file, or may be required
to file, individual tax returns such as
Form 1040, 1040A, or 1040EZ.

CATEGORIES OF RECORDS IN THE SYSTEM:

Abstracts of tax and/or entity modules
that have been removed from the IMF.
These abstract records indicate the
taxpayer name, identification number,
specific tax returns filed, document
locator number, tax years, debit and
credit amounts, balances, and other
transactions which have been recorded
relative to the module(s).

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7602, 7801
and 7802.

PURPOSE(S):

This system maintains individual tax
account information which is retained
in microfilm after a certain period of
inactivity on the master file in order not
to overburden the computer system
required for active accounts.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Microfilm tape.

RETRIEVABILITY:
IMF Reference Register (for IMF

Register only), taxpayer identification
number, tax Period, name, and type of
tax. Methods of retrievability are
explained in the Research Operations
Handbook, IRM 36(66)0.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Taxpayer Services). Officials
maintaining the system-Internal
Revenue Service Center Directors, and
the Martinsburg Computing Center
Director. (See IRS appendix A for
addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
Internal Revenue Service Center
servicing the areas in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Tax returns and other filings made by

the individual and agency entries made
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in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/IRS 22.034

SYSTEM NAME:

Individual Returns Files, Adjustments
and Miscellaneous Documents Files—
Treasury/IRS.

SYSTEM LOCATION:

Internal Revenue Service Centers,
District Offices and Federal Record
Centers.(See IRS appendix A for
addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers or return preparers who
have had changes made to their
accounts, or have had information
posted to the Individual Master File or
other tax accounting files as a result of
filing returns, applications, or other
documents, or as a result of actions
initiated by the Service. A record will be
maintained for those taxpayers whose
individual income tax overpayments
have been retained or transferred from
the IMF to apply against past due child
and/or spousal support payments as
reported to IRS by the states under Pub.
L. 97–35.

CATEGORIES OF RECORDS IN THE SYSTEM:

A variety of records reflecting tax
matters which have served as input
documents or supporting
documentation for entries on the
Individual Master File, or other tax
accounting files, including tax return
forms, declarations, applications, case
records, processing documents,
vouchers, computer notices, posting and
correction forms, Interest Equalization
Tax Forms, withholding allowance
certificates, and similar records.
Information will be maintained as to the
name, SSN, address of individuals
owing past due child and/or spousal
support payments submitted by states
under Pub. L. 97–35. Also maintained
will be the name of the submission
state, the amount owed, and the amount
of any individual income tax
overpayment retained and transferred to
the state to apply against the amount
owed. IRS administrative files (i.e.,
examination, collection, underreporter,
criminal investigation, etc.) are not
included in this system of records.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7602, 7801
and 7802.

PURPOSE(S):
The purpose of this system is to

provide background and supporting
documentation for inputs affecting
taxpayer account information.
Additionally, overpayments retained
and transferred against outstanding
liabilities from the state in which it
occurred will be recorded. This will aid
taxpayers in reconciling their account
balances with state agencies.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper document files or magnetic

media.

RETRIEVABILITY:
Documents are stored and retrieved

by document locator numbers and by
taxpayer name. The document locator
numbers can be determined by reference
to the Individual Master File entries for
the individual to whom they relate.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Control Schedule 206 for
Service Centers, IRM 1(15)59.26.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Taxpayer Services). Officials
maintaining the system-Internal
Revenue Service Center Directors. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the

Internal Revenue Service Center
servicing the area in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Tax returns and other filings made by

the individual and agency entries made
in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 22.043

SYSTEM NAME:
Potential Refund Litigation Case

Files—Treasury/IRS.

SYSTEM LOCATION:
Internal Revenue Service Centers, the

Austin Compliance Center and Federal
Records Centers. (See IRS appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers who have indicated to the
Service that they may file suit against
the Service for a refund.

CATEGORIES OF RECORDS IN THE SYSTEM:
Forms filed by the taxpayer and case

documents determined by the Service to
be related.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801

and 7802.

PURPOSE(S):
This system maintains records

necessary to effectively administer
potential refund litigations.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper document files.

RETRIEVABILITY:
By taxpayer name.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.
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RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Control Schedule 206 for
Service Centers, IRM 1(15)59.26.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Taxpayer Services). Officials
maintaining the system—Internal
Revenue Service Center Directors. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:

Individuals seeking to determine if
this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:

Individuals seeking access to any
record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
Internal Revenue Service Center
servicing the area in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

Tax returns and other filings made by
the individual and agency entries made
in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/IRS 22.044

SYSTEM NAME:

P.O.W.-M.I.A. Reference File—
Treasury/IRS.

SYSTEM LOCATION:

District Offices and the Austin
Internal Revenue Service Center. (See
IRS appendix A for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

P.O.W./M.I.A.—originated from
Department of Defense lists.

CATEGORIES OF RECORDS IN THE SYSTEM:

Lists of P.O.W./M.I.A., Regulations,
Rulings, and Instructions as to how to
handle specific tax questions relating to
their special tax status, copies of
individual tax returns, claims, and other
documents germane to specific cases.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801

and 7802.

PURPOSE(S):
This system maintains records

necessary to effectively administer the
tax accounts with POW/MIA issues.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper documents in file folders.

RETRIEVABILITY:
Cases filed alphabetically by last

name.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are periodically updated to

reflect changes and maintained as long
as needed.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Taxpayer Services). Officials
maintaining the system—Austin
Internal Revenue Service Center
Director and District Directors. (See IRS
appendix A for addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
Austin Internal Revenue Service Center
or the Director of the District Office
servicing the area in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Tax returns and other filings made by

the individual and agency entries made
in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 22.054

SYSTEM NAME:
Subsidiary Accounting Files—

Treasury/IRS.

SYSTEM LOCATION:
District Offices and Internal Revenue

Service Centers. (See IRS appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

The categories of individuals on
whom records are maintained are
taxpayers affected by one or more of the
transactions reflected in the categories
of records listed below.

CATEGORIES OF RECORDS IN THE SYSTEM:
The types of records maintained in

the system are documents containing
entity information (name, address,
social security number or employer
identification number and other
information necessary to identify the
taxpayer) and accounting information
relevant to one of the following
categories: funds held pending,
disposition and not applied to the
taxpayer’s liability at present,
properties, tangible or intangible, now
in the custody of the Internal Revenue
Service, counterfeit money,
misappropriation or robbery of Internal
Revenue Service funds, credits which
cannot be applied to a specific taxpayer
account at this time, accounts
transferred to other Service Centers or
agencies, substantiation for the receipt
of funds collected by the Service for
other agencies, abatements or
assessments of tax on individuals,
deposits received from taxpayers,
refunds to taxpayers, taxpayer accounts
written off by the Service as
uncollectible, credits allowed taxpayers
requiring special consideration due to
processing constraints, litigation, seized
and acquired property and Offers-in-
Compromise.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801,

and 7802.

PURPOSE(S):
This system maintains records

necessary to effectively administer the
accounting files relevant to the unusual
circumstances described in ‘‘categories
of records in the system,’’ above.
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ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Accounting Files consist of paper
documents, computer printouts,
magnetic media and disk storage.

RETRIEVABILITY:

By social security number, name, or
document locator number.

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks
IRM 1(15)59.1 through IRM 1(15)59.32.
Generally, records are retired to Federal
Records Centers and retrieved by
request from authorized individuals
when account substantiation is
necessary.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Taxpayer Services). Officials
maintaining the system—District
Directors, Internal Revenue Service
Center Directors. (See IRS appendix A
for addresses.)

NOTIFICATION PROCEDURE:

Individuals seeking to determine if
this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:

Individuals seeking access to any
record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
Internal Revenue Service Center
servicing the area in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Tax returns and other filings made by

the individual and agency entries made
in the administration of the individual’s
tax account. Some Justice Department
investigations are an additional source
for the information contained in
litigation case files.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 22.059

SYSTEM NAME:
Unidentified Remittance File—

Treasury/IRS.

SYSTEM LOCATION:
Internal Revenue Service Centers.

(See IRS appendix A for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Remittances which have been
received but cannot be positively
identified, either as to taxpayer who
sent it or the tax period to which it is
to be applied.

CATEGORIES OF RECORDS IN THE SYSTEM:
Each record contains a fourteen digit

unidentified remittance (UR) control
number, the amount, received date, and
all known identifying data. In addition,
the URF contains a record of all
doubtfully applied Estimated Tax (ET)
credits. The ES record contains the
taxpayers’ name, address, type of
payment, taxpayer identification
number, tax period, received date,
money amount, and the transaction
document locator number (DLN).

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801

and 7802.

PURPOSE(S):
This system maintains the records

controlling remittances where
accounting is delayed for lack of the
data required to properly post a credit.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Disk storage.

RETRIEVABILITY:
By remittance amount, unidentified

remittance control number, taxpayer
name.

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.
Generally, records are kept 180 days
after the amount is reduced to zero
balance.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Taxpayer Services). Officials
maintaining the system—Internal
Revenue Service Center Directors. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:

Individuals seeking to determine if
this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:

Individuals seeking access to any
record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
Internal Revenue Service Center
servicing the area in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

Remittances received from taxpayers
that cannot be positively identified
either as to the taxpayer who sent it or
the type of tax to which it is to be
applied.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/IRS 22.060

SYSTEM NAME:

Automated Non-Master File
(ANMF)—Treasury/IRS.

SYSTEM LOCATION:

Internal Revenue Service Centers, and
Federal Records Centers. (See IRS
appendix A for addresses.)
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CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Records are maintained on taxpayers
having accounts with the Internal
Revenue Service which are not
compatible with the normal master file
processes; e.g., penalties, transferee
assessments, termination assessments,
excise protest accounts, Master File
overflow accounts, culpable and non-
petitioning spouses, Forms 1042, 1040–
NR, 926, 5330, 4720, 990–AR (Penalty)
and any pre-ADP returns. Also, a record
will be maintained for those taxpayers
whose individual income tax
overpayment has been retained and
transferred from the IMF to apply
against past due child and/or spousal
support payments as reported to IRS by
the States under Pub. L. 97–35.

CATEGORIES OF RECORDS IN THE SYSTEM:
The categories of records maintained

are taxpayer entity records (name,
address, taxpayer identification number
or employer identification number and
other indicators relevant to entity
maintenance) and records containing
tax module information (the tax return,
the tax period, the balance due or credit
balance, and transactions which have
been recorded relative to the module).
Information will be maintained as to the
name, SSN, address of individuals
owing past due child and/or spousal
support payments submitted by the
States under Pub. L. 97–35. Also
maintained will be names of the
submission state, the amount owed, and
the amount on any individual income
tax overpayment retained and
transferred to the state to apply against
the amount owed.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801

and 7802.

PURPOSE(S):
This system maintains records

necessary for efficient accounting on
files which are not compatible with the
master file system.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Card file or magnetic media.

RETRIEVABILITY:
By taxpayer name, taxpayer

identification number (social security

number or employer identification
number), or document locator card.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00.

RETENTION AND DISPOSAL:
Records maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Taxpayer Services). Officials
maintaining the system-Internal
Revenue Service Center Directors. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
Internal Revenue Service Center
servicing the area in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Tax returns and other filings made by

the individual and agency entries made
in the administration of the individual’s
account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 22.061

SYSTEM NAME:
Wage and Information Returns

Processing (IRP) File—Treasury/IRS.

SYSTEM LOCATION:
Martinsburg Computing Center,

Martinsburg, West Virginia 25401, and
Detroit Computing Center, 985 Michigan
Ave., Detroit, MI 48226.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Recipients of various types of income;
wages; dividends; interest; rents and

royalties; medical payments; capital
gains distributions; non-taxable
distributions; pensions, annuities,
retired pay or IRA payments; patronage
dividends, distributions, and
allocations; fishing crew payments;
sales or redemption of securities, future
transactions, commodities, bartering
exchange transactions; original issue
discount; distributions and prizes;
currency transactions; state tax refunds;
unemployment compensation,
agricultural payments, taxable grants,
indebtedness forgiveness; non-
employees compensation; gambling
winnings; and miscellaneous income.

CATEGORIES OF RECORDS IN THE SYSTEM:

Records maintained are records
representing certain wage and
information returns: Forms W–2, W–2P,
the 1087 and 1099 series; currency
transaction reports; state tax refunds;
statements of sales of equity obligations;
and records of agricultural subsidy
payments. Information included on each
record identifies the recipient of the
income (name, address, taxpayer
identifying number, and other
indicators relating to payee
identification), identifies the income
payer (very similar information), and
identifies the type(s) and amount(s) of
income.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7602, 7801
and 7802.

PURPOSE(S):

This system maintains records
necessary for the efficient
administration of tax accounts related to
Wage and Information Returns.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Magnetic media.

RETRIEVABILITY:

By taxpayer social security number
and name control.

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.
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RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.
Generally, until tax year 1974, records
were maintained until processed. After
tax year 1974, records are maintained
for four years and then magnetically
erased.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Taxpayer Services). Officials
maintaining the system—Internal
Revenue Service Center Directors. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:
This system of records may not be

accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:
This system of records may not be

accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
This system of records contains

investigatory material compiled for law
enforcement purposes whose sources
need not be reported.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 24.013

SYSTEM NAME:
Combined Account Number File,

Taxpayer Services—Treasury/IRS.

SYSTEM LOCATION:
Internal Revenue Service Centers.

(See IRS appendix A for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals and businesses having
specific, current business with IRS.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer entity records (name,

address, taxpayer identification number,
and filing requirements related to entity
liability); and tax modules (specific tax
returns, tax years, and transactions
which have been recorded relative to
the module) when specifically requested
by a service center, or if a notice for
balance of tax due has been issued; a
specific tax period is in taxpayer
delinquent account status (TDA); a

specific tax period is either credit or
debit balance; no return has been posted
and the return due date (RDD) has
passed; or when a specific tax period is
in taxpayer delinquent return (TDI)
status.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801

and 7802.

PURPOSE(S):
This system maintains tax account

information necessary for the efficient
resolution of accounting issues.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Disk storage.

RETRIEVABILITY:
By social security number or

employer identification number.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Taxpayer Services). Officials
maintaining the system-Internal
Revenue Service Center Directors. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ above.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
Internal Revenue Service Center
servicing the area in which the

individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Tax returns and other filings made by

the individual and agency entries made
in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 24.029

SYSTEM NAME:
Individual Account Number File

(IANF), Taxpayer Services—Treasury/
IRS.

SYSTEM LOCATION:
Internal Revenue Service Centers.

(See IRS appendix A for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals having specific, current
business with IRS.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer entity records (name,

address, taxpayer identification number,
and filing requirements related to entity
liability); and tax modules (specific tax
returns, tax years, and transactions
which have been recorded relative to
the module) when specifically requested
by a service center, or if a notice for
balance of tax due has been issued; a
specific tax period is in taxpayer
delinquent account status (TDA); a
specific tax period is either credit or
debit balance; no return has been posted
and the return due date (RDD) has
passed; or when a specific tax period is
in taxpayer delinquent return (TDI)
status.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801

and 7802.

PURPOSE(S):
This system maintains records

necessary to efficiently identify
individuals having specific current
business with the IRS.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Disk storage.



69854 Federal Register / Vol. 63, No. 242 / Thursday, December 17, 1998 / Notices

RETRIEVABILITY:
By social security number.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Taxpayer Services). Officials
maintaining the system—Internal
Revenue Service Center Directors. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part I, subpart C, appendix B.
Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
Internal Revenue Service Center
servicing the area in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Tax returns and other filings made by

the individual and agency entries made
in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 24.030

SYSTEM NAME:
Individual Master File (IMF),

Taxpayer Services—Treasury/IRS.

SYSTEM LOCATION:
Martinsburg Computing Center,

Martinsburg, West Virginia 25401, and
IRS Service Centers.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals who file and/or are
included on Federal Individual Income

Tax Returns (i.e., Forms 1040, 1040A,
and 1040EZ); individuals who file other
information filings; and power of
attorney notifications for individuals.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer entity records (name,

address, identification number (SSN),
and other indicators pertaining to entity
maintenance, including zip code), and
tax modular records which contain all
records relative to specific tax returns
for each applicable tax period or year.
Modular records for authorization
information (name, address,
identification number and type of
authority granted, and the name of the
representative(s) for the taxpayer.
Modular records for the representative
(name, address and unique
identification number). Recorded here
are tax transactions such as tax amount,
additions, abatements of tax payments,
interest and like type transactions
recorded relative to each tax module,
power or attorney authorization
transactions, and a code identifying
taxpayers who threatened or assaulted
IRS employees. An indicator will be
added to any taxpayer’s account who
owes past due child and/or spousal
support payments and whose name has
been submitted to IRS by a state under
provisions of Pub L. 97–35.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801

and 7802.

PURPOSE(S):
To increase the efficiency of tax

administration, the IRS maintains
records of tax returns, payments, and
assessments including Telefile records.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by (1) 26 U.S.C. 3406, and (2)
26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Magnetic media.

RETRIEVABILITY:
By taxpayer identification number

(social security number or employer
identification number), document
locator numbers and alphabetically by
name.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,

IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.
Generally, the code identifying
taxpayers who threatened or assaulted
IRS employees may be removed five
years after initial input.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Taxpayer Services). Officials
maintaining the system-Internal
Revenue Service Center Directors and
the Director, Martinsburg Computing
Center. (See IRS appendix A for
addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the District Director or
the Internal Revenue Service Center
Director servicing the area in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Tax returns and other filings made by

the individual and agency entries made
in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 24.046

SYSTEM NAME:
Business Master File (BMF), Taxpayer

Services—Treasury/IRS.

SYSTEM LOCATION:
Martinsburg Computing Center,

Martinsburg, West Virginia 25401,
Cincinnati Service Center, 201 West
River Center Blvd., Covington, KY
41019; Memphis Service Center, 3131
Democrat Road, Memphis, TN 38118;
and Ogden Service Center, 1160 West
1200 South Street, Ogden, UT 84201,
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and other IRS Service Centers. (See IRS
appendix A for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Persons in a sole proprietary role who
file business tax returns, including
Employer’s Quarterly Federal Tax
Returns (Form 941), Excise Tax Returns
(Form 720), Wagering Returns (Forms
11C and 730), Highway Use Returns
(Form 2290), and Form 1065 (U.S.
Partnership Returns of Income), and
U.S. Fiduciary Returns (Form 1041) and
Estate and Gift Taxes (Forms 706,
706NA, and 709). The latter can be
individuals not in a sole proprietorship
role.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer entity records (name,

address, taxpayer identification number
(TIN) which may be either EIN or SSN,
and other indicators pertaining to entity
maintenance, including zip code), and
tax modules which are all the records
relative to specific tax returns for each
applicable tax period. Recorded are tax
transactions such as tax amount,
statements/additions to tax, payments,
interest and like type transactions
relative to each tax module. The
Employer Identification Number (EIN)/
Name Control file which contains EINs
and the associated IRS name controls.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7602, 7801

and 7802.

PURPOSE(S):
To increase the efficiency of tax

administration, the Service maintains
magnetic media records of tax returns
filed by business taxpayers, and
payments and assessments made to the
accounts.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made as provided
by 26 U.S.C. 6103, and for meeting the
requirements of 26 U.S.C. 3406. 26
U.S.C. 3406 provides, in part, that the
Secretary of the Treasury notify a payor
that the TIN (Taxpayer Identification
Number) furnished by the payee is
incorrect.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Magnetic media.

RETRIEVABILITY:
By name, type of tax, and identifying

number (including document locator
number).

SAFEGUARDS:
Access Controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Chief Taxpayer Service.
Officials maintaining the system—
Internal Revenue Service Center
Directors, and the Director, Martinsburg
Computing Center. (See IRS appendix A
for addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
Internal Revenue Service Center
servicing the area in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Tax returns and other filings made by

the individual and agency entries made
in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 24.047

SYSTEM NAME:
Audit Underreporter Case File—

Treasury/IRS.

SYSTEM LOCATION:
Internal Revenue Service Centers and

Martinsburg Computing Center. (See IRS
appendix A for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Recipients of income who appear not
to have declared on their income tax
returns (Forms 1040, 1040A, and

1040EZ) all income paid to them in the
tax year under study.

CATEGORIES OF RECORDS IN THE SYSTEM:

Records maintained are taxpayer (i.e.,
payee) entity records containing payee
name, address, taxpayer identification
number, and other indicators relating to
entity maintenance; and income records
containing the types and amounts of
income received/reported, and
information identifying the income
payer.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7602, 7801
and 7802.

PURPOSE(S):

These records provide a way to
identify recipients of income who
appear not to have declared all taxable
income paid to them in the tax year
under study.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSE OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Magnetic media.

RETRIEVABILITY:

By matching social security number
and name control.

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.
Generally, records are retained for one
year and then magnetically erased.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Executive Officer for
Customer Service, National Office.
Officials maintaining the system—
Internal Revenue Service Centers
Directors. (See IRS appendix A for
addresses.)

NOTIFICATION PROCEDURE:

This system of records may not be
accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.
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RECORD ACCESS PROCEDURES:
This system of records may not be

accessed for purpose of inspection or for
contest of content of records.

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Information returns filed by payers

and Forms 1040, 1040A, and 1040EZ.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 24.070

SYSTEM NAME:
Debtor Master File (DMF)—Treasury/

IRS.

SYSTEM LOCATION:
Martinsburg Computing Center,

Martinsburg, West Virginia 25401.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals who have delinquent
obligations to a Federal or State agency.

CATEGORIES OF RECORDS IN THE SYSTEM:
Entity records (names and social

security numbers), the amount owed by
the individual, the name of the Federal
or State agency to whom the debt is
owed and a cross-reference number
(SSN) of the spouse in the case of a
jointly filed return.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 6305, 6402(c)

and 6402(d); 31 U.S.C. 3720A.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Magnetic tape and disk file.

RETRIEVABILITY:
By name, address, and social security

number.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00.

RETENTION AND DISPOSAL:
The information is kept for one year

and then destroyed. A new Debtor
Master File is established each year.

SYSTEM MANAGER(S) AND ADDRESS:

Officials prescribing policies and
practices—Assistant Commissioner
(Taxpayer Services) and Assistant
Commissioner (Information Systems
Management). Officials maintaining the
system—Director, Returns Processing
and Accounting Division. (See IRS
appendix A for addresses.)

NOTIFICATION PROCEDURE:

Individuals seeking to determine if
this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:

Individuals seeking access to any
record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the District Director or
the Internal Revenue Service Center
Director servicing the area in which the
individual resides. (See IRS appendix A
for addresses.)

CONTESTING RECORD PROCEDURES:

Individuals seeking to contest any
record contained in this system of
records must contact the agency to
whom the debt is owed.

RECORD SOURCE CATEGORIES:

Names, SSNs, and obligation amounts
are supplied by the Federal or state
agency to whom the delinquent
obligation is owed.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/IRS 26.001

SYSTEM NAME:

Acquired Property Records—
Treasury/IRS.

SYSTEM LOCATION:

District Offices. (See IRS appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Delinquent taxpayers whose property
has been acquired by purchase by
government or right of redemption.

CATEGORIES OF RECORDS IN THE SYSTEM:

Taxpayer name, address, taxpayer
identification number, revenue officer
reports.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7801 and
7802.

PURPOSE(S):

The system tracks property acquired
under Internal Revenue Code section
6334 to provide fiscal accountability.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:

By taxpayer name, taxpayer
identification number (social security
number or employer identification
number), seizure number.

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Collection). Officials maintaining the
system—District Directors. (See IRS
appendix A for addresses.)

NOTIFICATION PROCEDURE:

This system of records may not be
accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:

This system of records may not be
accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

This system of records contains
investigatory material compiled for law
enforcement purposes whose sources
need not be reported.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system has been designated as
exempt from certain provisions of the
Privacy Act.
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TREASURY/IRS 26.006

SYSTEM NAME:
Form 2209, Courtesy Investigations—

Treasury/IRS.

SYSTEM LOCATION:
District Offices, Internal Revenue

Service Centers. (See IRS appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers on whom a delinquent
account or delinquency or other
investigation is or was located in one
IRS district offices, but the individual is
now living or has assets located in the
jurisdiction of another IRS District
office. Taxpayers on whom an
investigation has been initiated for
purposes of securing information
necessary for federal tax administration
purposes.

CATEGORIES OF RECORDS IN THE SYSTEM:
Contains taxpayer name, current and

former addresses, taxpayer identifying
number, if known. Contains the
information, including class of tax, if
applicable, or information concerning
the action desired to be taken. The name
and address of party that was contacted,
chronological investigative history and/
or information secured. The following
types of investigations are included in
this system: Form SSA–1273 cases—
Notice of determination of FICA
wages—issued when SSA obtains
evidence that wages paid to claimant
have not been recorded on his earnings
record; requests for data needed in proof
of claim cases; applications for
discharge of property from tax lien;
service of tax court subpoenas;
complaints of employers failing to
provide withholding statements;
recovery of unassessable erroneous
refunds; Form SSA–7010 cases—
Request for preferential investigation.
This is a request for preferential
treatment (over other SSA cases) on an
earning discrepancy case. Secure
application for exemption from self-
employment tax. Offers in compromise
and related activities; i.e., follow-up on
defaulted installments, secure payments
on collateral agreements, etc. Maximize
compliance with withholding
requirements on alien’s earnings; other
miscellaneous uses.

AUTHORITY FOR MAINTANANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801 and

7802.

PURPOSE(S):
The Form 2209 system provides a

record of the nature of the investigation
and to whom the investigation is

assigned. It also provides a method of
follow-up to ensure investigations are
accomplished in a timely manner.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:

Retrievable by taxpayer name and
taxpayer identification number (social
security number or employer
identification number).

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Collection). Officials maintaining the
system—District Directors, and Internal
Revenue Service Center Directors. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:

This system of records may not be
accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:

This system of records may not be
accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

This system of records contains
investigatory material compiled for law
enforcement purposes whose sources
need not be reported.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system has been designated as
exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 26.008

SYSTEM NAME:
IRS and Treasury Employee

Delinquency—Treasury/IRS.

SYSTEM LOCATION:
National Office, Regional Offices,

District Offices and Internal Revenue
Service Centers. (See IRS appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

IRS and Treasury employees who are
shown on the Master File as delinquent
in meeting Federal tax requirements.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer name, social security

number, address, fact of IRS or Treasury
employment code, District location
code.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801 and

7802.

PURPOSE(S):
This system enables the IRS to secure

documentation concerning the
resolution of balance due and return
delinquency cases concerning IRS
employees. This documentation may be
used to support conduct investigations.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:

By taxpayer name and taxpayer
identification number (social security
number or employer identification
number).

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Collection). Officials maintaining the
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system—Assistant Commissioner
(Collection), Regional Commissioners,
District Directors, Internal Revenue
Service Center Directors. (See IRS
appendix A for addresses.)

NOTIFICATION PROCEDURE:
This system of records may not be

accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:
This system of records may not be

accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
This system of records contains

investigatory material compiled for law
enforcement purposes whose sources
need not be reported.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 26.009

SYSTEM NAME:
Lien Files (Open and Closed)—

Treasury/IRS.

SYSTEM LOCATION:
District Offices and the Internal

Revenue Service Centers. (See IRS
appendix A for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers on whom Federal tax liens
have been filed.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer name, address, taxpayer

identification number, information
about basis of assessment including
class of tax, period, dollar amount.
Open and closed Federal tax liens
including: Certificates of Discharge of
Property from Federal Tax Lien;
Certificates of Subordination;
Certificates of Non-Attachment; Exercise
of Government’s Right of Redemption of
Seized Property; Releases of
Government’s Right of Redemption.
Federal tax lien information entered in
Treasury Enforcement Communications
System.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 6323, 7801

and 7802.

PURPOSE(S):
To identify those taxpayers on whom

a Federal tax lien, discharge, or

subordination on lien attachment has
been filed. The file also provides notice
to the public that the Federal
Government has an interest in property
or rights to the property of the identified
taxpayer. Further, the file also provides
evidence that the lien has been released,
a specific piece of property has been
discharged and the government has
obtained its interest in the property, or
a subordination has been granted and
the government has taken a junior lien
position, or a certification of
nonattachment has been issued.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Notices of
lien and the index thereto are available
to the public.

POLICIES AND PROCEDURES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:
By taxpayer name and taxpayer

identification number (social security
number or employer identification
number).

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Collection). Officials maintaining the
system—Assistant Commissioner
(Collection), Regional Commissioners,
District Directors and Internal Revenue
Service Center Directors. (See IRS
appendix A for addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 2, subpart C, appendix
B. Inquires should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of

records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the District Director of
each District where records are to be
searched. (See IRS appendix A for
addresses.) This system contains copies
of public records, the originals of which
are filed in accordance with the laws of
each state, the District of Columbia, the
Commonwealth of Puerto Rico, or
possessions of the United States.

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
Tax returns and other filings made by

the individual and agency entries made
in the administration of the individual’s
tax account.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

TREASURY/IRS 26.010

SYSTEM NAME:
Lists of Prospective Bidders at

Internal Revenue Sales of Seized
Property—Treasury/IRS.

SYSTEM LOCATION:
District Offices. (See IRS appendix A

for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals who have requested that
they be notified of Internal Revenue
sales of seized property.

CATEGORIES OF RECORDS IN THE SYSTEM:

Name and address and phone number
(if provided).

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7801 and
7802.

PURPOSE(S):

This system provides an up-to-date
list of prospective bidders that may be
notified when the IRS has seized
property that is going to sale.
Notification of prospective bidders is
done to enhance the possibility of
obtaining a higher price for the
property.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. Records
other than returns and return
information may be used to: (1) Disclose
pertinent information to appropriate
Federal, State, local, or foreign agencies
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responsible for investigating or
prosecuting the violations of, or for
enforcing or implementing, a statute,
rule, regulation, order, or license, where
the disclosing agency becomes aware of
an indication of a violation or potential
violation of civil or criminal law or
regulation; (2) disclose relevant, non-
privileged information to a court,
magistrate, or administrative tribunal
including the presentation of evidence,
including disclosures to opposing
counsel or witnesses in the course of
civil discovery, litigation, or settlement
negotiations, in response to a subpoena,
or in connection with criminal law
proceedings.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:
By name of prospective bidder.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices-Assistant Commissioner
(Collection). Officials maintaining the
system-District Directors. (See IRS
appendix A for addresses.)

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:
Individuals seeking access to any

record contained in this system of
records, or seeking to contest its
content, may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Director of the
District Office servicing the area in
which the individual resides. (See IRS
Appendix A for addresses.)

CONTESTING RECORD PROCEDURES:
See ‘‘Record access procedures’’

above.

RECORD SOURCE CATEGORIES:

Supplied voluntarily by the subject
prospective bidder.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/IRS 26.011

SYSTEM NAME:

Litigation Case Files—Treasury/IRS.

SYSTEM LOCATION:

District Offices and Internal Revenue
Service Centers. (See IRS appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers on whom Federal tax
assessments have been made but against
whom litigation has been initiated or is
being considered by the government or
who have instituted suits against the
government.

CATEGORIES OF RECORDS IN THE SYSTEM:

Taxpayer name, address, taxpayer
identification number, information
about basis of assessment, including
class of tax, period, and dollar amount.
This file includes: Suit to Reduce Tax
Claim to Judgement; Suit for Failure to
Honor a Levy; Suit to Enforce Federal
Tax Lien; Suit Against Transferee; Suit
to Set Aside Fraudulent Transfer; Suit to
Recover Erroneous Refund; other suits
include those which the United States
may intervene to assert a Federal tax
lien; a proceeding to require opening of
a safe deposit box, etc. The following
suits against the United States are also
included in this file: Quiet Title Suit;
Foreclosure of Mortgage or other Lien;
Partition; Condemnation; Interpleader;
Refund Suits Involving Trust Fund
Recovery Penalty Assessments;
Injunction Suits under Freedom of
Information Act. Also included in
Litigation Files are: Individuals against
whom bankruptcy proceedings are
pending; decedent estates in probate
with outstanding Federal tax liabilities;
individuals executing Assignments for
the Benefit of Creditors; individuals in
Receivership Proceedings; individuals
conducting a bulk sale; summons
referrals; subpoena files; advisory
opinions; collateral security agreements;
revenue officer reports; and various
other legal instruments and
correspondence.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7801 and
7802.

PURPOSE(S):

The purpose of the system is to
maintain a record of all categories of

suits filed either by the taxpayer against
the government or the government
against the taxpayer.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:
By taxpayer name, taxpayer

identification number (social security
number or employer identification
number).

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Collection), Officials maintaining the
system—District Directors. (See IRS
Appendix A for addresses.)

NOTIFICATION PROCEDURE:
This system of records may not be

accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:
This system of records may not be

accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
This system of records contains

investigatory material compiled for law
enforcement purposes whose sources
need not be reported.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 26.012

SYSTEM NAME:
Offer in Compromise (OIC) File—

Treasury/IRS.
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SYSTEM LOCATION:

Regional Offices, District Offices,
Internal Revenue Service and
computing Centers. (See IRS appendix
A for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers who have submitted an
offer to compromise a liability imposed
by the Internal Revenue Code.

CATEGORIES OF RECORDS IN THE SYSTEM:

Form 2515, used to control offer
cases, contains space for entering
taxpayer name, address, taxpayer
identification number, and all other
pertinent information for identifying
and assigning the OIC investigation. The
file contains all records, documents,
reports and work papers relating to the
assignment, investigation, review and
adjudication of the offer. This includes
such items as the original offer, results
of property records checks, interviews
with third parties and the taxpayer,
collateral income agreements, financial
statements, tax return copies, and other
information submitted by the taxpayer.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7801 and
7802.

PURPOSE(S):

These records are used to control offer
in compromise cases.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103. This
includes disclosure to the extent
necessary to permit public inspection of
any accepted offer-in-compromise as
required by 26 U.S.C. 6103(k)(1).

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:

By taxpayer name and identification
number.

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices—Assistant Commissioner
(Collection). Officials maintaining the
system—District Directors and Internal
Revenue Service Center Directors. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:
This system of records may not be

accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:
This system of records may not be

accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
This system of records contains

investigatory material compiled for law
enforcement purposes whose sources
need not be reported. If an offer is
accepted, an Abstract and Statement
which identifies the taxpayer, the
liability, the amount compromised and
the basic circumstances of the case is
made available for public inspection in
accordance with Executive Order 10386
and Executive Order 10906.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 26.013

SYSTEM NAME:
Trust Fund Recovery Cases/One

Hundred Percent Penalty Cases—
Treasury/IRS.

SYSTEM LOCATION:
District Offices, Internal Revenue

Service Centers. (See IRS appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals against whom Federal tax
assessments have been made or are
being considered as a result of their
being deemed responsible for payment
of unpaid corporation withholding taxes
and social security contributions.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer name, address, taxpayer

identification number, information
about basis of assessment, including
class of tax, period, dollar figures,
waiver extending the period for
asserting the 100-percent penalty/Trust
Fund Recovery penalty (if any) and
correspondence.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7801 and
7802.

PURPOSE(S):

This system provides a record of all
Trust Fund Recovery Penalty cases
made under 26 U.S.C. 6672.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:

By individual, or corporation name,
taxpayer identification number (social
security number or employer
identification number).

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices: Assistant Commissioner
(Collection). Officials maintaining the
system: District Directors, Internal
Revenue Service Center Directors. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:

This system of records may not be
accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:

This system of records may not be
accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

This system of records contains
investigatory material compiled for law
enforcement purposes whose sources
need not be reported.
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EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 26.014

SYSTEM NAME:
Record 21, Record of Seizure and Sale

of Real Property,—Treasury/IRS.

SYSTEM LOCATION:
District Offices (See IRS appendix A

for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals against whom tax
assessments have been made and whose
real property was seized and sold to
satisfy their tax liability. Also name and
address of purchaser.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer name, address, taxpayer

identification number, information
about basis of assessment, including
class of tax, period, dollar amounts,
property description.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801 and

7802.

PURPOSE(S):
This system provides a record of all

sales under 26 U.S.C.6335 of real
property as required by 26 U.S.C. 6390.
The contents of this system of records
evidences chain of title to real property
and is a matter of public record.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:
By taxpayer name, taxpayer

identification number (social security
number or employer identification
number) and seizure number.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Collection); Officials maintaining the
system—District Directors. (See IRS
appendix A for addresses.)

NOTIFICATION PROCEDURE:

Individuals seeking to determine if
this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ below.

RECORD ACCESS PROCEDURES:

Individuals seeking access to any
record contained in this system of
records may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to or individuals may
appear in person at the Office of the
District Director for each District whose
records are to be searched. (See IRS
appendix A for addresses.)

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

This system of records evidences
chain of title to real property and is a
matter of public record. (See ‘‘Categories
of records in the system’’ above).

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/IRS 26.016

SYSTEM NAME:

Returns Compliance Programs—
Treasury/IRS.

SYSTEM LOCATION:

District Offices and Internal Revenue
Service Centers. (See IRS appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers who may be delinquent in
filing or paying Federal taxes.

CATEGORIES OF RECORDS IN THE SYSTEM:

Records consist of name, address,
taxpayer identification number (if
known) and information concerning the
potential tax liability. Returns
Compliance Programs involve any type
of Federal tax administered by the
Collection Division and are conducted
in accordance with Section 7601 of the
Internal Revenue Code. RCP programs
can be initiated by the National Office,
Regional Offices, or by individual
districts.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301; 26 U.S.C. 7801 and
7802.

PURPOSE(S):

This program identifies individuals
who may be delinquent in filing or
paying Federal tax.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:

By taxpayer name, taxpayer
identification number (social security
number or employer identification
number).

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices-Assistant Commissioner
(Collection), Officials maintaining the
system-District Directors and Internal
Revenue Service Center Directors. (See
IRS appendix A for addresses.)

NOTIFICATION PROCEDURE:

This system of records may not be
accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:

This system of records may not be
accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

This system of records contains
investigatory material compiled for law
enforcement purposes whose sources
need not be reported.
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EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 26.019

SYSTEM NAME:
Taxpayer Delinquent Account (TDA)

Files, including subsystems: (a)
Adjustments and Payment Tracers Files,
(b) Collateral Files, (c) Seized Property
Records, (d) Tax Collection Waiver,
Forms 900, Files, and (e) Accounts on
Child Support Obligations, (f) Dyed
Diesel fuel Program records, and (g)
Integrated Collection System (ICS)
records—Treasury/IRS.

SYSTEM LOCATION:
District Offices and Internal Revenue

Service Centers. (See IRS appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers on whom Federal tax
assessments have been made, and
persons who owe child support
obligations.

CATEGORIES OF RECORDS IN THE SYSTEM:

Taxpayer name, address, taxpayer
identification number, information
about basis of assessment, including
class of tax, period, dollar amounts,
chronological investigative history,
canceled checks, amended returns,
claims, collateral submitted to stay
collection, copies of notices of Federal
tax liens, revenue officer reports,
waivers to extend statutory period for
collection, etc., and similar information
about persons who owe child support
obligations. This system includes
Installment Agreement Files; Delinquent
Account Inventory Profile (DAIP);
Currently Not Collectible Register;
Currently Not Collectible Register (over
$25,000); Advance Dated Remittance
Check Files; Currently Not Collectible
Accounts Files; File of taxpayer names
entered in the Treasury Enforcement
Communications System and a code
identifying taxpayers that threatened or
assaulted IRS employees.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801 and

7802.

PURPOSE(S):
The Taxpayer Delinquent Account

(TDA) records provide a comprehensive
inventory control of delinquent
accounts. This system includes records
for Adjustments and Payment Tracers
files, collateral files, seized property
records, Tax Collection Waiver Form
900 files, Accounts on Child Support

Obligations, Dyed Diesel Fuel Program,
and Integrated Collection System (ICS).

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:

By taxpayer name, or name of person
who owes child support obligations,
and taxpayer identification number
(social security number or employer
identification number).

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Collection). Officials maintaining the
system—Assistant Regional
Commissioners (Collection), District
Directors, Internal Revenue Service
Center Directors. (See IRS appendix A
for addresses.)

NOTIFICATION PROCEDURE:

This system of records may not be
accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:

This system of records may not be
accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

This system of records contains
investigatory material compiled for law
enforcement purposes whose sources
need not be reported.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system has been designated as
exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 26.020

SYSTEM NAME:
Taxpayer Delinquency Investigation

(TDI) Files—Treasury/IRS.

SYSTEM LOCATION:
District Offices and Internal Revenue

Service Centers. (See IRS appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers believed to be delinquent
in filing Federal tax returns.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer name, address, taxpayer

identification number, information from
previously filed returns, information
about the potential delinquent return(s),
including class of tax, chronological
investigative history; Delinquency
Investigation Inventory Profile (DIIP)
and a code identifying taxpayers that
threatened or assaulted IRS employees.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801 and

7802.

PURPOSE(S):

The purpose of this system is to
establish a control on taxpayers on
whom tax assessments have been made.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:

By taxpayer name, taxpayer
identification number (social security
number or employer identification
number).

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Collection). Officials maintaining the



69863Federal Register / Vol. 63, No. 242 / Thursday, December 17, 1998 / Notices

system—District Directors and Service
Center Directors. (See IRS Appendix A
for addresses.)

NOTIFICATION PROCEDURE:
This system of records may not be

accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:
This system of records may not be

accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
This system of records contains

investigatory material compiled for law
enforcement purposes whose sources
need not be reported.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 26.021

SYSTEM NAME:
Transferee Files—Treasury/IRS.

SYSTEM LOCATION:
District Offices and Internal Revenue

Service Centers. (See IRS Appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Includes taxpayers on whom tax
assessments have been made but who
have allegedly transferred their assets in
order to place them beyond the reach of
the government.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer name, address, taxpayer

identification number, information
about basis of assessment, including
class of tax, period, dollar amounts.
Also, the name, address, taxpayer
identification number and related
information about transferee.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801 and

7802.

PURPOSE(S):
To establish controls on records

relating to taxpayers believed to be
delinquent in filing Federal Tax returns.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records and magnetic media.

RETRIEVABILITY:

By taxpayer name, taxpayer
identification number (social security
number or employer identification
number).

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:

Official prescribing policies and
practices—Assistant Commissioner
(Collection). Officials maintaining the
system—District Directors, Internal
Revenue Service Center Directors, the
Director of the Detroit Computing
Center. (See IRS appendix A for
addresses.)

NOTIFICATION PROCEDURE:

This system of records may not be
accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:

This system of records may not be
accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:

26 U.S.C. 7852(e) prohibits Privacy
Act amendment of tax records.

RECORD SOURCE CATEGORIES:

This system of records contains
investigatory material compiled for law
enforcement purposes whose sources
need not be reported.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

This system has been designated as
exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 26.022

SYSTEM NAME:

Delinquency Prevention Programs—
Treasury/IRS.

SYSTEM LOCATION:

District Offices, Internal Revenue
Service Centers. (See IRS appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Taxpayers having a history of Federal
tax delinquency.

CATEGORIES OF RECORDS IN THE SYSTEM:
Taxpayer name, taxpayer

identification number, address, filing
requirements, chronological
investigative history.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301; 26 U.S.C. 7801 and

7802.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Disclosure of returns and return
information may be made only as
provided by 26 U.S.C. 6103.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and magnetic media.

RETRIEVABILITY:
By taxpayer name.

SAFEGUARDS:
Access controls will not be less than

those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:
Records are maintained in accordance

with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:
Official prescribing policies and

practices-Assistant Commissioner
(Collection). Officials maintaining the
system-District Directors, Internal
Revenue Service Center Directors, the
Detroit Computing Center Director. (See
IRS Appendix A for addresses.)

NOTIFICATION PROCEDURE:
This system of records may not be

accessed for purposes of determining if
the system contains a record pertaining
to a particular individual.

RECORD ACCESS PROCEDURES:
This system of records may not be

accessed for purposes of inspection or
for contest of content of records.

CONTESTING RECORD PROCEDURES:
26 U.S.C. 7852(e) prohibits Privacy

Act amendment of tax records.

RECORD SOURCE CATEGORIES:
This system of records contains

investigatory material compiled for law
enforcement purposes whose sources
need not be reported.
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EXEMPTIONS CLAIMED FOR THE SYSTEM:
This system has been designated as

exempt from certain provisions of the
Privacy Act.

TREASURY/IRS 30.003

SYSTEM NAME:
Requests for Printed Tax Materials

Including Lists—Treasury/IRS.

SYSTEM LOCATION:
National Office, 1111 Constitution

Avenue, NW, Washington, DC 20224.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Files include those individuals that
request various IRS printed materials
such as publication 1045, reproduction
proofs, etc.

CATEGORIES OF RECORDS IN THE SYSTEM:
Name and address of individual or

company wanting to receive District
Director’s newsletters, and/or ordering
tax forms materials on certain
distribution programs, (i.e. tax
Practitioner Program; Bank, Post Office
and Library Program; Reproducible
Forms Program, etc.). A cross reference
index may be developed to identify and
control requests.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Records may be used to: (1) Disclose
information to mailing or distribution
services contractors for the purpose of
executing mailouts, order fulfillment, or
subscription fulfillment; (2) disclose
information to mailing or distribution
services contractors for the purpose of
maintaining mailing lists.

DISCLOSURE TO CONSUMER REPORTING
AGENCIES:

Disclosures pursuant to 5 U.S.C.
552a(b)(12). Disclosure of debt
information concerning a claim against
an individual may be made from this
system to consumer reporting agencies
as defined in the Fair Credit Reporting
Act (15 U.S.C. 1681a) or the Federal
Claims Collection Act of 1966 (31 U.S.C.
3701(a)(e)).

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Magnetic media, paper records or

mailing plates.

RETRIEVABILITY:
Alphabetically or numerically, by zip

code.

SAFEGUARDS:

Access controls will not be less than
those provided for by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Control Schedule 301—
General Record Schedule 13, Printing,
Binding, Duplication, and Distribution
Records, IRM 1(15)59.31.

SYSTEM MANAGER(S) AND ADDRESS:

Chief, Publishing Services Branch,
Internal Revenue Service, 1111
Constitution Avenue, NW, Washington,
DC 20224.

NOTIFICATION PROCEDURE:

Individuals seeking to determine if
this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedures’’ Below.

RECORD ACCESS PROCEDURES:

Individuals seeking access to any
record contained in this system of
records, or seeking to contest its
content, may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the Chief, Publishing
Services Branch, Internal Revenue
Service, 1111 Constitution Avenue, NW,
Washington, DC 20224.

CONTESTING RECORD PROCEDURES:

See ‘‘Record access procedures’’
above.

RECORD SOURCE CATEGORIES:

The information is supplied by the
individual and/or company making the
request. The Service adds data
pertaining to the fulfillment of the
request.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None

TREASURY/IRS 30.004

SYSTEM NAME:

Security Violations-Treasury/IRS.

SYSTEM LOCATION:

National Office, Regional Offices,
District Offices and Internal Revenue
Service Centers. (See IRS appendix A
for addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Violators of IRS Security Regulations.

CATEGORIES OF RECORDS IN THE SYSTEM:

Name of violator, circumstances of
violation (date, time, actions of violator,
etc), supervisory action taken.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Records may be used to: (1) The
Department of Justice for the purpose of
litigating an action or seeking legal
advice. Disclosure may be made during
judicial processes. (2) Provide
information to a congressional office in
response to an inquiry made at the
request of the individual to whom the
record pertains.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

File folder (notices of violation), 3 x
5 inch card file, and electronic storage.

RETRIEVABILITY:
3 × 5 inch card file—by name.

SAFEGUARDS:

Access controls will not be less than
those provided by the Automated
Information System Security Handbook,
IRM 2(10)00, and the Manager’s
Security Handbook, IRM 1(16)12.
Access to lateral file cabinets by security
officer and staff only.

RETENTION AND DISPOSAL:

Records are maintained in accordance
with Records Disposition Handbooks,
IRM 1(15)59.1 through IRM 1(15)59.32.

SYSTEM MANAGER(S) AND ADDRESS:

Chief, Property, Security, and Records
Unit, National Office, Regional Office,
District Offices, Internal Revenue
Service Center. (See IRS appendix A for
addresses.)

NOTIFICATION PROCEDURE:

Individuals seeking to determine if
this system of records contains a record
pertaining to themselves may inquire in
accordance with instructions appearing
at 31 CFR part 1, subpart C, appendix
B. Inquiries should be addressed as in
‘‘Record access procedure’’ below.

RECORD ACCESS PROCEDURES:

Individuals seeking access to any
record contained in this system of
records or seeking to contest its content,
may inquire in accordance with
instructions appearing at 31 CFR part 1,
subpart C, appendix B. Inquiries should
be addressed to the system manager in
the office where the records are located.


